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Editors’ Note

Since the last issue of Security Challenges the continuing conflict in Syria, the tensions in the East China Sea and between North and South Korea, the impact of the Snowden intelligence leaks, incidents of terrorism and the Russian annexation/invasion of the Crimea, has meant that the security environment continues to present challenges for Australia, the Asia-Pacific region and the globe.

This edition of Security Challenges investigates a number of these important issues. Simon Adams, Executive Director of the Global Centre for the Responsibility to Protect assesses the role of poison gas and diplomacy in the Syrian conflict while Guy Roberts looks at the China Policies of US Presidents Bill Clinton and George W. Bush and what this can reveal about managing this relationship in the 21st Century. Closer to home David Schaefer investigates intelligence reform with a focus on evolutionary changes in communications technology, the relentless growth of the information it collects and analyses and the challenges this presents to the foreign intelligence assessment process. Shandon Harris-Hogan investigates Jihadism in Australia, Rita Parker and Jenny Stewart examine energy and food security, while David Brewster looks at the India-Australia security and defence relationship arguing that if Australia wishes to be successful in its objectives of promoting greater cooperation with India, it will need to move in a consistent and sustained manner with a time horizon considerably longer than it is generally used to.
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Poison Gas and Diplomacy in Syria

Simon Adams

Two years ago in February 2012 Russia and China vetoed a second United Nations Security Council resolution aimed at holding Damascus accountable for crimes against humanity in Syria. After the vote, confident that there would be no accountability, President Bashar al-Assad’s forces deployed more extreme forms of violence. For example, although protests against the Syrian regime began in March 2011, Assad’s forces did not widely utilise helicopters to attack their opponents until after the second veto. Just five days after a third UN Security Council veto on 19 July, fixed wing aircraft were reportedly used for the first time. The killing rate in Syria increased from approximately 1,000 per month at the end of 2011 to approximately 5,000 per month during the second half of 2012 as the civil war metastasised. Between February and November of 2012 the death toll soared from 5,400 to 59,600.¹

Despite this horrifying body count, by early 2013 the civil war had reached a military stalemate. Both the government and armed rebels controlled considerable territory, but neither could impose a comprehensive military defeat upon the other. While the Syrian Government still bore primary responsibility for mass atrocities being perpetrated within the country, some armed opposition groups were also committing war crimes, including deadly reprisals against minority communities and the extrajudicial execution of captured government soldiers. In the words of the UN Secretary-General, Syria had also become a “proxy war, with regional and international players arming one side or the other.”²


backing various, at times competing, components of the armed opposition. Meanwhile Iran and Lebanon’s Hezbollah continued to bolster the political and military efforts of the Syrian government.

Following each UN Security Council veto, Russian diplomats explained that their opposition to resolutions aimed at ending atrocities in Syria was a question of defending a sovereign state from western interveners who wanted to invoke the ‘Responsibility to Protect’ (R2P) to mask their “regime change” motives. Russia’s position was allegedly one of principled neutrality, despite its long-term ties to the Assad Government and the fact that many atrocities in Syria were being perpetrated with Russian-supplied weapons.3

First adopted at the UN World Summit in 2005, R2P committed all the governments of the world to protect populations from genocide, war crimes, ethnic cleansing and crimes against humanity. R2P is primarily a preventive doctrine, but it also allows for a range of coercive measures if a state fails to live up to its sovereign responsibilities. While R2P has been invoked in a range of situations (including Kenya and Sudan) it was not until Libya in 2011 that it was referenced by the UN Security Council while imposing coercive military measures against a sovereign state that was murdering its own people. The eventual toppling of the regime of Muammar Qaddafi by forces who were mandated to conduct civilian protection operations, ignited a furious debate at the UN about the relationship between R2P and “regime change”. 4

Despite the fact that in both Libya and Syria mass atrocities were the result of state attempts to violently suppress ‘Arab Spring’ uprisings, in reality there were more differences between the two cases than is commonly assumed.5 It is also worth remembering that while sections of the media opined that Libya and Syria were the potential graveyard of R2P as an emerging international norm, the facts indicate otherwise.6 For example, while the

Security Council was deeply divided over Syria, individual states and regional organisations took action to uphold their Responsibility to Protect. By March 2012, one year after the conflict began, at least forty-nine countries had already imposed targeted sanctions while at least fourteen had closed their embassies in Damascus.\(^7\)

Other parts of the UN system also lived up to their responsibilities. The Human Rights Council (HRC) in Geneva passed no less than eleven resolutions condemning mass atrocities in Syria between 2011 and the end of 2013 and established an independent Commission of Inquiry to document grave violations of human rights. Similarly, the UN General Assembly passed seven resolutions condemning atrocities in Syria, with a February 2013 resolution drawing support from 137 states in the 193-member Assembly. While the number of abstentions fluctuated, no more than thirteen states voted against any Assembly resolution.\(^8\) Unfortunately, unlike the Security Council, resolutions of the General Assembly and HRC are not binding under international law.

The deeper problem was a divide between the permanent members of the Security Council regarding the international order in the early twenty-first century. Russian and Chinese hostility to action aimed at constraining the Syrian regime was linked to a strategic clash between the P2 (Russia and China) and the P3 (United States, United Kingdom and France) on a range of situations and issues from Sudan to the future of UN peacekeeping. Meanwhile inside Syria mass atrocities continued. During 2013 Syrian government forces used aircraft, cluster munitions, heavy artillery and even ballistic missiles to terrorise and kill civilians and armed rebels. For example, Human Rights Watch documented fifty-six attacks using incendiary bombs between November 2012 and September 2013, including a deliberate air strike on a school in Aleppo that burned to death a number of teenage students.\(^9\) On the ground government troops and Shabiha militias conducted civilian massacres, including the notorious May 2012 mass murder of at least 108 civilians in Houla.\(^10\)

---


\(^8\) The thirteen states who voted against the 17 November 2011 resolution were Belarus, Bolivia, Cuba, Democratic Peoples Republic of Korea, Ecuador, Iran, Myanmar, Nicaragua, Syria, Uzbekistan, Venezuela, Vietnam and Zimbabwe. Most other resolutions had twelve states voting in opposition. For the text of UN General Assembly resolutions, see <http://www.un.org/documents/resga.htm>.


Observing this horror, in western democracies there was a tepid debate during 2012 and 2013 about whether foreign governments should militarily intervene in the civil war. However, support for armed intervention was never more than lukewarm even amongst those governments that were most hostile to Assad. This was primarily because the “balance of consequences” argument in Syria was a powerful one. No-one wanted to incite a broader regional conflict or become embroiled in a sectarian civil war in the Middle East. Post-Iraq public sentiment was also strongly against another armed intervention in the region. In the absence of a UN Security Council mandate, such military intervention would also be illegal under international law. By mid-2013, therefore, the Syrian conflict had fallen into a kind of stasis until a sickening chemical weapons attack on innocent civilians suddenly and drastically shifted the entire diplomatic and military calculus.

Chemical Weapons

A UN investigating team has now shown beyond reasonable doubt that on 21 August rockets containing Sarin gas were deliberately fired into two residential areas of Damascus in a “relatively large scale” attack. Each of the rockets was armed with approximately fifty-five litres of weaponised Sarin. The gas quickly killed approximately 1,400 civilians, including a large number of children. Despite the Syrian Government’s attempt to blame armed rebels, the evidence in the independent UN report and other credible investigations points to the source of the rockets being the base of the 104th Brigade of the Republican Guard. Their culpability was compelling, if not undeniable.

Global revulsion at this war crime, combined with the credible threat of retaliatory military strikes by the United States and France, inadvertently led to a diplomatic breakthrough at the UN Security Council. After two-and-a-half years of deadlock the Council quickly adopted a resolution supporting a Russia-US deal for Syria to surrender its chemical weapons. Just weeks
previously the Syrian Government was denying it possessed chemical weapons. It now promptly acceded to the 1997 Convention on the Prohibition of Chemical Weapons and provided details of its extensive stockpile.

Some human rights advocates and Syrian activists pointed out that although the chemical weapons attack was horrific, the number of dead, an estimated 1,400 people, only amounted to about one per cent of the fatalities in the conflict. What, they asked, made this atrocity so special? Such arguments neglected the fact that the threat posed by chemical weapons was unique. Although approximately 5,000 people were being killed every month in Syria, the chemical weapons attack murdered 1,400 civilians in two neighbourhoods in just a few hours.

Chemical weapons are inherently indiscriminate, inhuman and immoral. They have been illegal since the Hague Convention of 1899, long before the first chlorine gas shell was fired over the Western Front. Horrified by the ghastly consequences of mustard and chlorine gas, following World War One the Geneva Protocol of 1925 reinforced an international prohibition on the use of chemical weapons. Despite Winston Churchill advocating using “poisoned gas against uncivilised tribes” in Iraq, and Mussolini’s troops use of mustard gas in Ethiopia, the norm was established. Although Adolf Hitler, himself a survivor of a World War One gas attack, would use Zyklon-B as a tool of genocide in Auschwitz, poison gas was not widely deployed on a major battlefield again until the Iran-Iraq war of 1980-1988.

The use of chemical weapons complicated the relationship between Iran and Syria. As the chief international supporter of the Syrian Government as a crucial component (alongside Lebanon’s Hezbollah) of an avowed anti-western, anti-Israeli “axis of resistance”, Iran has expended considerable blood and treasure to keep President Assad in power. However, up to a million Iranians were exposed to chemical weapons during the Iran-Iraq war, with at least 20,000 killed. Correspondingly, there is a deep moral revulsion to chemical weapons throughout Iranian society.

Following the 21 August attack, Iran’s foreign minister condemned the use of chemical weapons, “regardless of its victims or culprits”. Iran’s new reformist President, Hassan Rouhani, called upon “the international community to use all its might to prevent the use of” chemical weapons, “anywhere in the world, especially in Syria.” Despite the fact that the Iranians blamed armed rebels for the 21 August attack, it was clear that the large-scale use of chemical weapons was unacceptable to Tehran.

---

The diplomatic compromise subsequently brokered by Russia and the United States over Syria’s chemical weapons—although prompted by the threat of military action outside of international law—was hugely significant. For the first time since April 2012 the Security Council took unanimous action regarding the Syrian conflict.\(^{14}\) Significantly, however, resolution 2118 of 27 September 2013 did nothing to prevent the further commission of mass atrocities by anyone in Syria as long as conventional weapons were used. Despite their desire to punish Assad, the United States and France had neither the will nor the mandate to act outside of international law. Nor were their own publics supportive of the unilateral use of force to protect Syrian civilians.\(^{15}\)

The true importance of chemical weapons resolution, however, was the temporary political space it opened for the Security Council to seek other areas of potential collaboration with regard to ending Syria’s civil war.

Unfinished Business

In the aftermath of the chemical weapons resolution there were three major unresolved issues that the Security Council found itself under increased pressure to address. The first was humanitarian access. By late 2013, for literally millions of Syrians the threat from cold, disease or starvation was now as real as the threat of being shot or bombed to death. According to the UN approximately five million Syrians (almost a quarter of the population) were displaced inside the country, in addition to the two million who had become refugees beyond Syria’s borders. An estimated nine million Syrians urgently needed humanitarian assistance while circumstances for the estimated 250,000 civilians trapped in besieged areas of Damascus, Homs and elsewhere were beyond desperate.

The Security Council’s 2 October Presidential Statement on humanitarian access was a promising indicator of further progress, coming as it did less than a week after the chemical weapons resolution, but as of the end of 2013, it had still not been implemented. Attempts by Valerie Amos, the UN’s Emergency Relief Coordinator, to get cross-border assistance to people in...
desperate need continued to be obstructed by the government and some rebel forces.

The second priority was for the Security Council, and especially its powerful five permanent members, to use their influence to push for meaningful peace talks. Although a pacific outcome to the conflict seemed fanciful, it was no more so than thinking that flooding Syria with arms would secure a military victory for either side or stabilise the region.

Finally, there was the issue of accountability for more than two years of mass atrocity crimes in Syria. Impunity has emboldened those on both sides who remain most resistant to a negotiated solution. In the absence of accountability for atrocities there can be neither peace nor justice. As it did with the situation in Libya in early 2011, the Security Council needed to refer the Syrian situation to the International Criminal Court for investigation and possible prosecution.

These issues were complex and fraught with political danger. But no more so than getting Syria to admit it had chemical weapons, getting Russia to agree to a UN Security Council resolution that made mention of Chapter VII (i.e.: use of force) consequences if Syria failed to surrender its poison gas, and actually organising for The Hague-based Organization for the Prohibition of Chemical Weapons to destroy Syria’s chemical stockpile by mid-2014 despite the country being in the midst of a civil war.

Nevertheless, as we approach the third anniversary of Syria’s descent into bloodshed, the post-chemical weapons diplomatic opportunity has passed. Indeed, over Christmas 2013 Syrian government forces conducted a particularly brutal air campaign in Aleppo, dropping “barrel bombs” on residential areas under rebel control. Between 15 and 29 December these attacks killed 517 people. The dead reportedly included forty-six rebel fighters but the greatest number of fatalities remained innocent civilians—471 in total, including 151 children. Around the same time Amnesty International released a report detailing the torture and murder of detainees accused of “crimes against Islam” by the extremist ISIS militia in Aleppo. The civil war continues to inspire perpetrators on all sides to commit new and appalling atrocities.

On 22 January 2014 the ‘Geneva II’ peace talks finally convened in Switzerland. Although the attempt to get key protagonists to discuss a shared future was laudable, the entire event was threatened by farce. The
fractured Syrian opposition threatened to boycott proceedings and the Iranian Government was first snubbed, then invited, then dis-invited all in the course of a week. When the talks finally commenced they achieved little other than providing the international media with some particularly vituperative soundbites. The talks ended without any progress being made on any significant issue. An estimated 1,900 Syrians died while the opposition and government delegations traded insults beside Lake Geneva.\footnote{Ian Black, ‘Nearly 1,900 Killed in Syria since Geneva Talks Began’, The Guardian, 31 January 2014, <http://www.theguardian.com/world/2014/jan/31/syria-death-toll-geneva-talks> [Accessed 18 February 2014].}

The UN Security Council’s inability to uphold its Responsibility to Protect the Syrian people and hold perpetrators of mass atrocities accountable for their crimes has been perhaps the greatest failure of the UN so far this century. Far from “external interference” by the Security Council provoking a civil war, the absence of timely and decisive action has directly contributed to a sectarian civil war has already consumed 130,000 lives and now endangers millions of civilians across the Middle East.


Dr Simon Adams is Executive Director of the Global Centre for the Responsibility to Protect. Established in 2008 with the support of international human rights leaders including former UN Secretary-General Kofi Annan, as well as supportive governments and civil society organizations, the Global Centre is the world’s leading research and advocacy organization for advancing the international norm of the Responsibility to Protect (R2P) at the United Nations and beyond. Dr Adams has worked extensively with governments and civil society organizations in South Africa, East Timor, Rwanda and elsewhere. Between 1994 and 2002 Dr Adams worked with republican prisoners in support of the Northern Ireland peace process and is also a former member of the African National Congress. Dr Adams is the author of four books and numerous academic articles with a focus on international conflict. He has written for the New York Times, O Estado de S. Paulo (Brazil) and has appeared as an expert commentator on al-Jazeera, BBC, Chinese Central Television and numerous other media. Dr Adams previously served as Pro Vice Chancellor (International Engagement) at Monash University and as Vice President of its South African campus between 2008-2010. sadams@globalr2p.org.
The Information Revolution and Foreign Intelligence Assessment: New Challenges for Australia?

David Schaefer

With revolutionary changes in communications technology and the growing complexity of national security, Australia’s intelligence community faces a relentless growth of the information it collects and analyses. This article explores the impact of this challenge on the foreign intelligence assessment process. In particular, three risks—the threat to information security, the pressure of coordinating assessment, and the potentially harmful influence of policymakers—are examined in detail. Among other changes, a proposed Foreign Intelligence Advisory Board, modelled on the US equivalent, but with distinctive powers suited to Australia, should help minimise problems likely to arise in the years ahead.

One of the few things which can be said with any certainty about intelligence is that it is increasingly necessary for national security in the modern world. Whereas secret agencies once collected and analysed information about competitive diplomacy in the industrial age, they are now grappling with a host of novel problems, ranging from cyber espionage and weapons proliferation to health pandemics and environmental disasters. Critics have argued that the complexity of this security agenda requires adjustments to the policymaking process in Australia; the task is not simply to protect against individual threats, but to chart a way through an uncertain environment with an inter-disciplinary, variegated, and systematic approach to national security. As the primary means for comprehending future problems, this burden largely falls onto intelligence.

In one sense, Australia’s intelligence community is well prepared for this challenge. After more than a decade of funding increases and organisational innovation, the various agencies now coordinate security operations with other parts of the government in a National Threat Assessment Centre, and are more capable of providing assistance for military operations and law enforcement. This is welcome progress, but perhaps the most vital aspect of intelligence, the capacity to inform policy, has been relatively absent in public debate or scholarly discussion about its performance in Australia. By contrast with operational concerns like

catching terrorists, foreign assessment is the side of intelligence which analyses issues in defence and foreign policy for the advantage of the country’s decision-makers. Despite the reformist mood of recent years, most changes seem to have barely touched on this process. In fact, the basic structure of Australia’s intelligence community has remained largely undisturbed since the reforms designed by Justice Hope in the 1970s and 1980s.\(^3\)

Within this framework, periodic efforts have been made to gauge the health of foreign intelligence assessment. Arguably the most systematic was the 2004 Flood Report, which reviewed the performance of intelligence in the lead up to the Iraq War. Flood did not point to any critical failures, but he drew attention to the declining instances of long-term assessment on foreign issues, and proposed a number of reforms to strengthen the contestability of analysis.\(^4\) Compared with this, in 2011 the Cornall Black review, an update of Flood, reported that the intelligence community was functioning effectively, but the achievements it listed were couched in terms of security operations, with little detail offered about its contribution to the formation of policy.\(^5\) In the absence of any proposals for reform, critics labelled the report a whitewash.\(^6\)

Without supplying much substance, however, Cornall Black did touch on an issue which increasingly poses a challenge for the assessment side of intelligence: the growing volume of information.\(^7\) Indeed, one implication of complexity is that, with everything connected by degrees to everything else, the breadth of detail needed to comprehend problems in national security is much wider. This has occurred alongside truly revolutionary changes in communications technology and the proliferation of electronic sources. As a result, data flows of enormous quantity are now being processed by intelligence, and these are only expected to grow as more social activity migrates onto the digital realm in the future.\(^8\) In effect, national security is in the midst of an information revolution: with so many sources to monitor and

---


The Information Revolution and Foreign Intelligence Assessment

so many ways to do it, experts now speak about the volume of collected data as a defining challenge for the intelligence profession.\(^9\)

The outlines of this problem were already evident at the time of the Flood Report, which proposed relocating the Open Source Centre within the intelligence community to better harness the sea of data on the internet.\(^10\) However, this adjustment does not seem adequate when compared with the scale of the challenge; in one illustrative estimation, roughly ninety percent of the world’s data is believed to have been created in the last two years alone.\(^11\) Indeed, Allan Gyngell, a former Director-General of the Office of National Assessment (ONA), has made clear that in the intervening years, “as the volume of traditional media, new media, and social media balloons, we need to find new ways to store, search, and use it”.\(^12\) As Australia approaches ten years since Flood surveyed foreign intelligence, it is worth taking stock of this challenge: what risks does the information revolution pose for the capacity of the intelligence community to reliably inform policy?

This article investigates the issue at three separate levels of intelligence assessment: the tactical, the operational, and the strategic. In a slight divergence from the standard terminology used by intelligence scholars, the first is concerned with the issues of security for the information collected about foreign intelligence; the second deals with the production of assessment using this material; and the third focuses on the relationship between the intelligence output and policymaking. To be sure, the tactical-operational-strategic distinction is a heavily debated concept in the strategic studies literature.\(^13\) Its use here is not intended to make any theoretical statement, but purely for reasons of analytical clarity, so that the many pressures on intelligence assessment can be distinguished.

Indeed, while most details of intelligence are guarded from public scrutiny, there are distinct trends operating at each level of assessment in Australia’s intelligence community. The resulting analysis is in many ways speculative, but by examining these trends in light of the growing pressure of information, it suggests some issues will need to be addressed with more than incremental adaptation, while others are less likely to present trouble. The article concludes with an institutional reform that can strengthen what appears to be the most vulnerable area of foreign assessment for Australian intelligence in the years ahead.

---


The Tactical Level: Information Security

Before it does anything else, intelligence must collect and distribute information. The tactical level of intelligence is concerned with the kind of material which provides assistance for active operations, such as geographic data for military planning or background detail on diplomatic negotiators. More than any other area of intelligence, this has experienced the most change in recent years. The impetus behind this lies in the campaign against transnational terrorism: as foreign crises, military conflict, and home-grown radicalisation feed off one another, the many customers of intelligence need to keep up with each other so that no danger in their area goes unnoticed. As a result, the dominant trend at the tactical level of intelligence has been the growing availability of information across the many agencies involved in security operations.

Until recently, critics in Australia demanded that a similar type of overhaul be applied to the broader assessment process. This has typically taken the form of complaints about intelligence being stuck in a Cold War mindset, and suggestions for a more seamless exchange of information across the community. It is part of a broader philosophy among reformist thinkers which holds that organisations relying on vertical hierarchy and centralised planning are too rigid, and should be replaced with fluid, horizontal networks to facilitate greater collaboration. Indeed, many different kinds of political, social, and economic information are relevant to national security, and need to be fused together for intelligence about truly complex problems. In a nod to these views, several years ago the Australian Government announced its intention to create a “smooth flow of people, ideas and activities” across the entire field of national security.

But while it might be a good idea to share details about terrorism, there are risks associated with the greater availability of information throughout the intelligence workforce. In particular, digital subversion has emerged as a damaging reality. The public revelations of intelligence material by the activist group Wikileaks and Edward Snowden have seemingly exposed an

---

oversight in reformist thinking. In their wake, the “need to share” imperative has fallen under suspicion: among intelligence officials, there are indications of buyer’s remorse, and newfound scepticism of accessible data systems.\textsuperscript{19} In Australia, former Defence officials have echoed concerns that vitally sensitive material is being inappropriately distributed, with the clear implication that the practice should be modified.\textsuperscript{20}

Rather than a problem for security intelligence, this may have inflicted the most damage on foreign assessment. In the case of Wikileaks, routine diplomatic reporting and military footage available to thousands of analysts were released, causing embarrassment and probably discouraging foreign sources from reaching out to US diplomats in the future.\textsuperscript{21} Wikileaks relied on a low-level army intelligence analyst, Bradley Manning, who recorded digital copies of the classified material without arousing suspicion.\textsuperscript{22} Similarly, Edward Snowden was able to disseminate some of the most closely guarded secrets of Five Eyes intelligence cooperation, which were nevertheless available to him on an internal intranet within the US signals intelligence agency.\textsuperscript{23} These are concerning because unfiltered access permitted the exfiltration of as much material as was within electronic reach; once penetrated, there is seemingly little scope for limiting damage.

While internal subversion has always been a concern, the prospect of large-scale disclosures are particularly threatening in light of Australia’s intelligence cooperation. After all, a wide range of information is collected by the Australian Signals Directorate (ASD), the participating agency in the ‘Five Eyes’ intelligence alliance between Australia, the United States, the United Kingdom, Canada, and New Zealand. Along with its partner agencies monitoring foreign communications, ASD searches electronic information across the internet and mobile telephone networks, and is privy to the resulting pool of shared material. For this reason, the agency commands uncommon respect, and media inquiries have reported “huge volumes” of “immensely valuable” information picked up through its pipeline.\textsuperscript{24}

\footnotesize
\textsuperscript{22} Manning later announced his intention to undergo gender hormone therapy, and changed his name to Chelsea. To avoid any confusion, his original name and male pronouns are used here.
The concern for Australia is that leaks via this channel unearth the sources used in foreign assessment. The little material Snowden has publicised about Australia already exposed espionage operations targeting Indonesia’s political leadership.\(^{25}\) With the merging of information across the intelligence community, including reports from diplomats and espionage carried out by the Australian Secret Intelligence Service (ASIS), an unprotected data store might compromise secrets across the range of intelligence activity, not simply electronic exploits by the Five Eyes. As in the Wikileaks case, foreign sources might be harmed by a systemic vulnerability in information management, or by further leaks from among intelligence partners. As the volume of data increases, in theory so does the likelihood of something being exposed.

But are leaks an inevitable by-product of information sharing in intelligence? Upon closer inspection, these examples were tailored to specific circumstances. Manning was stationed in Iraq at a tactical processing station where he could browse at will the contents of the Secure Internet Protocol Router Network, a classified intelligence network which contained material belonging to the US military and some civilian agencies like the State Department which utilised the network in order to save resources.\(^{26}\) But this network existed prior to the 9/11 sharing trend; potential leakers in the US military had access to a vast trove of information for many years before he acted. What distinguished Manning was the relaxed security at his workstation: he should have been prohibited from using personal storage devices to remove data from the computer system, but this rule was not enforced at the base where he was deployed.\(^{27}\) This routine security measure would have pre-empted the bulk transfer of classified information to Wikileaks, if not prohibiting his own viewing access.

The details of Snowden’s activity are still uncertain, but the little that is known suggests he also exploited a specific flaw in internal security. With a background in technical support, he reportedly selected private-sector employment in Hawai’i because it offered a more relaxed security environment with intelligence access: indeed, the very software that was developed in response to Manning’s leaks would have alerted Snowden’s superiors to his downloading so much material off the intranet, but it had yet to be installed on the computer terminals at his location.\(^{28}\) In its absence, he copied more than a million files without authorisation and escaped scrutiny because of his systems administrator privileges. There are also disputed


reports that he persuaded unwitting colleagues to hand over their passwords.29

In neither case was there a systematic vulnerability necessarily shared by Australian intelligence. Instead, relaxed information security arose from organisational strain. Manning succeeded because the US Army was fighting two wars, with morale suffering from the higher operational tempo of deployment. This was said to be the principal reason why his superiors failed to enforce the rules: they hoped that homesick, worn-out analysts would benefit from a personalised working environment, where music could be used and carried on portable discs.30 In a similar vein, Snowden's employer, the National Security Administration, has undergone a rapid expansion in recent years: released documents speak of a “Golden Age” for signals intelligence, as the proliferation of digital information presents so many opportunities for espionage.31 This is part of a larger trend in US intelligence which has seen the growth of private consultants, and the proliferation of security clearances for poorly monitored contractors.32 Computer security was catching up to the risk this posed, but in Snowden’s case it was not fast enough.33

Under pressure, the US army and intelligence community struggled to maintain best practice internal security, providing leaks with the technical opportunity to evade detection as they extracted secret documents. But while there may be occasional leaks in the future, reforms being adopted make these less likely to harm Australia. Discussions in the United States have now centred on advanced information management software which can regulate the digital activity of analysts as they search through stored data, requiring authorisation for activity like downloading.34 This was the very protective layer which Snowden moved jobs to avoid, and Australia should make sure that a similar system is in place and regularly updated. While more emphasis on technical security cannot eliminate the threat of internal subversion, it should at least clamp down on mass-scale disclosure of secret material.

20 Nakashima, ‘Who is Wikileaks Suspect Bradley Manning?’
Personnel vetting remains the best defence against subversion of this kind. Manning and Snowden both displayed behavioural characteristics which should have triggered some kind of preventative response from the organisations they were working for. Manning was reprimanded on multiple occasions for violent outbursts, but while his discharge or demotion was considered, the advice was never acted on.\textsuperscript{35} As a privately-employed contractor, Snowden lied during his job application about past educational experience, but they hired him in spite of this because of his evident talent in computer engineering.\textsuperscript{36} It is difficult to see an official intelligence agency committing the same error.

To avoid similar problems, Australia’s foreign intelligence can best be protected from digital exposure by maintaining security standards in the face of rapid organisational change. This is a potential risk, but not as pressing as it is for US intelligence, if only because Australian national security is not nearly as expansive in scope, and less exposed to sweeping tides of growth or retrenchment. Tactical security will always present a challenge, but this should be viewed independently from the information sharing trend. Indeed, an analyst working in a walled-off, compartmentalised agency could still inflict great damage without effective monitoring. Careful attention to the institutional stability of intelligence agencies, and dedication to information security procedures, should do more to limit the risk of future leaks.

This is good news for the tactical level of intelligence, but it is only one particular issue for foreign assessment. While information sharing can be maintained, another question is whether the mass of information can be harnessed for the production of well-rounded assessment. Unlike information security, this is an area which seems more problematic.

**The Operational Level: Coordinating Assessment**

Between collecting information and informing policymakers, Australia’s intelligence community must convert the mass of raw data into more targeted knowledge about complex issues. The production of assessment occurs at what can be described as the operational level of intelligence; as distinct from the tactical, this is an area which involves a broader range of analytical skills for interpretation, as the more enduring problems of national security are dealt with.

In recent years, a noticeable trend at this level of intelligence has been the effort to achieve a more efficient coordination of assessment resources. A dramatic statement of this intent occurred in 2008 when the Rudd Government placed the intelligence community under a National Security


\textsuperscript{36} Mark Hosenball, ‘NSA Contractor Hired Snowden Despite Concerns about Resume Discrepancies’, *Reuters*, 20 June 2013.
Adviser (NSA) located in the Department of Prime Minister and Cabinet. Previously, ONA coordinated the various intelligence agencies, but over time this had taken a back-seat to the preparation of intelligence for the Prime Minister. Instead, the NSA took over much of the responsibility for coordination with an institutionalised role: it compiles annual reports on agency performances, manages a committee to integrate intelligence functions, and promotes community-wide standards in information management. As of writing, however, the fate of the NSA is uncertain: the office boasted an expansive role in the formation of national security policy, but there are reports that Prime Minister Tony Abbott has wound down this authority, if not necessarily the NSA's intelligence role.

Whichever way this process goes, the trend in intelligence seems likely to reinforce more coordination from above. In part this is because of money: as Cornall Black notes, a more stringent approach to priorities could help conserve finances and eliminate unnecessary duplication across agencies. The case for some kind of bureaucratic streamlining has found support from scholars concerned about the greater resources invested in intelligence over the last decade. Beyond this, larger volumes of unstructured data picked up across the range of collection techniques need greater efforts to fuse them together for complex analysis. In this vein, an internal review by the Gillard Government in 2011 found serious deficiencies with the communication between agencies, criticising the patchwork of “separate ICT [Information and Communications Technology] arrangements, including data storage … with limited capacity to capture and analyse enterprise-level information”. Diagnosing the problem as one of bureaucratic inertia, the report called for more integration.

The assumption behind this thinking is that there is little trade-off between efficiency and comprehensiveness. Without more publicly available information this is a difficult proposition to test, but it seems insensitive to other dangers arising from the information revolution. While assessment involves the herding of various details from many sources into a coherent whole, the material needs to be scrutinised to make sure of authenticity and detail. For example, scientific expertise is needed to understand the various stages of weapons development, informants can harbour personal motivations which make them a less trustworthy source on certain issues,

---

38 Carl Ungerer, Australia’s National Security Institutions: Reform and Renewal, Australian Strategic Policy Institute, Report 34, September 2010, p. 4.
and foreign language intercepts can have multiple meanings. Those familiar with the source of information are more likely to appreciate context, and are well positioned to tease out the potential complications.\footnote{Calvert Jones, ‘Intelligence Reform: The Logic of Information Sharing’, \textit{Intelligence and National Security}, vol. 22, no. 3 (2007), p. 390.}

The obstacle for reform is that an arrangement which harnesses this knowledge is difficult to achieve on a more efficient basis. Multiple agencies are involved in assessment of a complex issue, but conveying the detail from analysts in one agency to another requires time and interaction, not simply greater access to one another’s raw material. With the exponential growth of information, more strain is placed on these inter-agency exchanges because increasing amounts of collected intelligence will probably need to be discussed at length. Without careful attention to detail, the wrong interpretation can easily be made and disastrous consequences may result.

This was the central implication of the intelligence failure which preceded Australia’s involvement in the Iraq War. By early 2003, a discrepancy had surfaced between ONA and the Defence Intelligence Organisation (DIO), the agency which focuses on strategic military affairs for the Defence Department. DIO, boasting more resources and experts with knowledge of weaponry, remained more sceptical of claims that a weapons programme existed in Iraq.\footnote{Jennings, ‘Unfinished Business’, p. 8.} By contrast, ONA, tasked with a higher level of assessment to cut across many different issues, was more inclined to see a creative pattern in Saddam’s behaviour. In short, the agency most familiar with the detail was better positioned to see through the ambiguity of evidence; but in the desire to integrate as much information in as little time possible, this nuance was not properly appreciated further along the process.\footnote{Flood, \textit{Report of the Inquiry into Australian Intelligence Agencies}, p. 29.}

The case of Iraq illustrates other limitations to the assessment process. The Flood Report pointed out that assumptions were often used without enough critical scrutiny.\footnote{Ibid., p. 25.} In explaining his agency’s record, the ONA Director-General of the time described an “accumulation of intelligence” which shaped the outlook of his analysts, whereby individual pieces of material were never verified, but presented a compelling picture when taken as a whole.\footnote{Cited in Parliamentary Joint Committee on ASIO, ASIS and DSD, \textit{Intelligence on Iraq’s Weapons of Mass Destruction} (Canberra: Commonwealth of Australia, 2003), p. 57.} For example, Saddam’s refusal to permit meetings between his scientists and UN inspectors was cited as likely proof that Iraq possessed prohibited weapons, but only in light of the many other instances of suspicious behaviour. With the benefit of hindsight it is known that Saddam feared international exposure of his offensive weakness would threaten his regime’s stability; but at the time, what should have been interpreted as self-
preservation was registered as another dot in a pattern of guilt.\textsuperscript{48} As the intelligence effort against Iraq expanded, more uncertain evidence was collected to fill out the picture of a regime determined to hide something.\textsuperscript{49}

Cognitive bias of this type will always intrude on analytical judgement. Every thinking professional has an ideological blind spot.\textsuperscript{50} Part of this was undoubtedly due to past experience, as US intelligence had been surprised to discover Saddam’s nuclear ambitions closer to realisation than had been predicted after the Gulf War. Awareness of this mistake was said to exercise great influence over analysts a decade later: while a sceptical observer might have judged the available intelligence not strong enough, a sense of urgency and the stakes involved edged assessment away from cautious detachment.\textsuperscript{51}

But while it can never be fully avoided, there were features of the assessment process in Australia which left analysts more vulnerable to this weakness. Some knowledgeable observers of the process complained about the large volume of information received via Australia’s intelligence partners, because much of this could not be properly scrutinised even as it left a strong impression in the months leading up to war.\textsuperscript{52} An investigation by the Joint Parliamentary Committee on ASIO, ASIS and DSD did not openly endorse this view, but it did reveal that there were just three ONA staff members continually working on the Iraqi WMD angle.\textsuperscript{53} Considering the delicacy of the subject matter, this was insufficient; and to the extent that it could have been rectified, DIO’s resources had to be more thoroughly incorporated into ONA’s effort.\textsuperscript{54} In effect, coordination between the two agencies was not geared to cope with the volume of information or the complexity of the problem.

With a limited range of analytical thinking at its disposal, there appears to have been a lack of contested opinion within ONA. One publicly-known exception was Andrew Wilkie, an analyst who resigned in protest over the intelligence debate, and who took a more critical perspective than others about the agency’s Iraq assessment. After scrutinising the available material, Wilkie concluded that it lacked substance and explored other motives that might have plausibly accounted for Saddam’s behaviour.\textsuperscript{55} His frustrated departure is a sign that the assessment process needs to
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consciously maintain competitive perspectives by incorporating minority concerns, so that contrarian points are systematically addressed.

The fundamental risk at the operational level of intelligence is if a particularly compelling viewpoint or interpretation becomes ascendant, as it did in the Iraq debate. Given the growing volume of data for intelligence this could occur more frequently in the future. It is a well-established finding among intelligence experts that the reception of more information by analysts rarely dislodges settled assumptions. Instead, with more material floating around than ten years ago, there is a greater chance of encountering something which validates an ingrained bias, or plays on the anxiety of the policy community. Rather than aiming to save money, coordination should be approached with an eye to resisting this pressure.

In this, diverse organisational habits and bureaucratic overlap can be a positive advantage. When efforts are made to economise on resources, the contextualised knowledge which can point out these kinds of shortcomings in assessment are at risk of being eliminated. Indeed, a misguided effort at streamlining was one of the few drawbacks to the Flood Report, which recommended that DIO’s mandate be slimmed down in order to avoid wasteful duplication with ONA. This undervalues the different strengths which a diverse group of analysts can offer, despite the ostensible similarity of their work. Moreover, while Flood noted the insufficient resources available for ONA at the time of the Iraq debate, this was a natural consequence of the agency’s position at the apex of intelligence. Given its expansive scope, ONA is likely to struggle with the production of comprehensive assessment in time. There will probably never be the ideal level of expertise in the agency for the consideration of all the details associated with a complex issue.

Improving this situation does not call for any great change in funding. While it is unreasonable to burden ONA with the demand that every piece of data is explored with a detailed briefing from other agencies, there is also resistance to increasing manpower that would relieve ONA’s workload. The agency reportedly enjoys a collegiate atmosphere with a small staff and flattened hierarchy. Too much internal bureaucracy can dilute thinking, with each management layer adding more qualifications onto ideas until they lack analytical thrust in the final, consensus-driven product. At its best, ONA is said to have resisted this trend, making conceptual links which push back against assumed thinking: in the case of Islamic extremism in South East Asia, it anticipated how local groups could merge into a terrorist organisation targeting Australia’s diplomatic and commercial presence in the region.

Whereas their military-perspective prevented DIO analysts from noticing these signs, ONA was able to infer from socio-political trends around the world that Jemaah Islamiyah would develop into a serious threat.\textsuperscript{50}

If not investing in more analysts, how else to cope with the abundance of information? Another proposal raised by intelligence scholars is the more rigorous use of social science methods in assessment. This would target agency practice by requiring the systematic use of techniques like the hypothetical deductive method for teasing out alternative scenarios, or the search for “negative evidence” which should have occurred if a given hypothetical were correct.\textsuperscript{51} These are valuable analytical tools in some problem solving cases, but imposing them as a uniform standard would run the risk of weighing down the entire process with too much internal contestability. Recent research into the US intelligence community shows counter-terrorism analysts engaging in competitive one-upmanship, with a consequent narrowing of focus as new ideas about even the most marginal issues are challenged at every turn.\textsuperscript{52} This is especially problematic because the amount of information for assessment is increasing so rapidly that it demands even more time for consultation; whereas intelligence is best served if it remains innovative.

Rather than practising blanket internal scepticism or increasing staff numbers, diverse bureaucratic input offers a better prospect for complementing assessment. This could be done by assigning staff from other agencies to issue-specific teams under guidance from ONA: an inter-agency “mosaic” of skills can be established to investigate a problem from multiple angles, without the need to ferret out every possible assumption.\textsuperscript{53} Inter-agency teams have already been practised on issues like people smuggling, but conducted more regularly under ONA with supervision from above, they would allow that agency to direct the investigation creatively while incorporating specialised resources to bore into more detail when needed. These groups offer a way to institutionalise the dialogue which should have taken place over the Iraq assessments, with staff having to address each other’s concerns in a more systematic way.

This should not be confined to government, as the private sector offers an increasingly vital source of knowledge about foreign trends relevant to national security. Intelligence officials have previously toyed with the idea of outside expertise being drafted into assessment; in this case, the temporary nature of an inter-agency group model offers a flexible way for people in
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business or tertiary education to be incorporated into the work of intelligence without prolonged leaves of absence. The obvious drawback is the risk to information security, as more people with outside affiliations are brought into the community. But as the previous section demonstrated, the risk of an ‘Australian Snowden’ is a problem which should be managed with careful vetting. In fact, many of the most promising candidates are likely to be former public officials, who are more trustworthy than untested recruits. With the proximity of industry, academia, and policymaking in Canberra, the promise of stronger collaboration over intelligence problems is worthy of experimentation.

While intelligence can benefit from the inter-agency model, the challenge will be to know when it is truly needed. Sociological research suggests that a multi-party arrangement along these lines is the best way to avoid cognitive blind-spots, but that the composition of the group should not remain static. Instead, periodic changes to membership would help refresh its perspective and reveal new angles worth investigating. Moreover, these teams should be viewed as a special assignment in order to receive the full cooperation of participating staff; previous attempts have been encouraging, but suffered from competition between the agencies supplying analysts, which is likely to worsen as resources are more limited than in the past. For these reasons, there should be a limit to their use, and problems that might benefit from their attention will have to be prioritised. Policymakers will have to provide direction on these questions.

With the greater flow of information, coordination should be geared towards strengthening the way that multiple agencies complement one another; not simply streamlining bureaucracy. This strengthens the case for the NSA to continue supervising intelligence, and making careful use of the inter-agency model for coordinated work without marginalising nuanced thinking. The operational level of intelligence stands to benefit from these changes, but this raises issues for the next level of the intelligence process.

The Strategic Level: Policy Interface

Arguably the most difficult part of intelligence is its reception by decision-makers. This is the strategic level of intelligence; unlike the other two levels, it mixes uneasily with the role of political officials. With greater volumes of information buffeting the intelligence community, the link between assessment and the formation of policy—long a source of controversy among scholars—is being tightened, but this exposes the assessment
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process to other risks. This section examines the resulting danger of intelligence politicisation.

It has long been recognised that the dynamics of policymaking are not sensitive to intelligence. No analyst can be expected to provide answers in a timely manner because information secured covertly is typically ambiguous; by contrast, politicians are required to take definitive action, but have limited time to acquaint themselves with the details before circumstances demand a response. A clash of styles is inevitable: analysts struggle to infer connections between multiple issues while policymakers want to know why they are diverting time from their busy schedule. Operating under this constraint, intelligence is best viewed as the process of interaction between assessment and policy which narrows down the field of uncertainty for the government. It requires mutual trust and continuous, frank discussion.

Since its creation as the peak intelligence agency in the 1970s, ONA has taken the lead in educating Australia’s political leaders along these lines, but limited itself from doing anything that could be misconstrued as providing advice. This was to make sure that the assessment process remained free of any sense of political obligation, even as it guarantees the Director-General access to the Prime Minister. But it is rarely the case that all the implications raised by assessment are properly weighed by political leaders; they come into power with what is usually a surface understanding of the national security landscape. For this reason, ONA makes a deliberate effort to focus on issues that are relevant to the government. This ensures that intelligence assessment, like military strategy, has a rational purpose by serving policy.

The trouble is that this position can subtly transform into support for the government’s agenda. For instance, Wilkie argued that the proximity between ONA and senior ministers encouraged the agency to alter the emphasis of its reporting to suit the politics of selling the Iraq War. The Joint Committee on ASIO, ASIS, and DSD raised concerns about the problem that the need to be “relevant” has for analytical independence, commenting on the possibility that ONA might have adjusted to the firm position of Howard ministers without being fully aware of it, if only to avoid tension. Investigations by the Inspector General of Intelligence and Security (IGIS) have also focused attention on this issue: while ONA analysts do not report feeling any external pressure, the IGIS determined
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several years later that it could not rule out the prospect of unconscious self-censorship taking place.\textsuperscript{72}

This is an issue of psychology for analysts, and is correspondingly hard to diagnose. ONA’s record on Iraq does not prove the existence of politicisation; after all, its mistakes were committed by intelligence services working on behalf of several governments opposed to the Iraq War.\textsuperscript{73} But one lesson which emerges repeatedly from experience is that there is more likely to be trouble when government policy is resolute and well-advertised, as it was in the case of Iraq. For example, Des Ball illustrated how the Howard Government refused to credit the intelligence picture coming out of East Timor in its public statements during the period leading up to the outbreak of militia violence in 1999. The resistance from government officials in order to avoid diplomatic fallout may have flowed back down into the assessment process, as DIO reports temporarily became more cautious about Indonesian complicity while the evidence continued to mount.\textsuperscript{74}

More distance between intelligence and policy can avoid this, but it is not advisable. Governments are entitled to decide which issues to prioritise, and political leaders will always draw on some mixture of personal views and past experiences.\textsuperscript{75} As a result, if intelligence is not relevant it can end up under-utilised or bypassed. Just as pressure on intelligence analysts is harmful, so is their exclusion from the counsel of policymakers. This appears to have occurred during the 2009 Defence White Paper drafting process, when statements about Chinese military modernisation which diverged from ONA and DIO assessment were adopted. Where the intelligence agencies were more optimistic about the intent underlying Chinese behaviour, the hawkish outlook of Defence officials prevailed because they received the firm support of Prime Minister Kevin Rudd.\textsuperscript{76} This may or may not have been the right decision, but undertaking major policy changes which resist the findings of assessment is not an encouraging sign. Indeed, a more damning indictment of the Iraq intelligence debate is that the governments involved were simply not listening; minds had been made up, irrespective of what intelligence was saying.\textsuperscript{77}

If only to avoid becoming a wasted asset, intelligence needs to remain firmly integrated into the decision-making process. In recent years, the creation of
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the NSA was a step in this direction. A public official in the Department of Prime Minister and Cabinet, with more time than elected politicians, can offer suggestions based on a thorough understanding of intelligence. This also provides a useful locus of decision-making about inter-agency coordination. The challenge is the position’s interaction with the ONA, because that agency remains the primary source of specialised knowledge for the Prime Minister. To the extent that future NSAs rely on intelligence assessment before dispensing advice, they should be in regular contact with the ONA Director-General. Indeed, that agency continues to manage subcommittees on behalf of the NSA which deal with more technical matters of resource allocation and functional integration.

However, this gives rise to a second potential for misuse. Given that it oversees intelligence, the NSA is still likely to be better acquainted with the details of assessment than any other policy figure. Armed with this knowledge, he or she might be inclined to push a particular line of interpretation at variance with intelligence findings. This appears to have been the case with the US Defense Department in the lead up to the Iraq War, where a special unit was set up to funnel information from Iraqi defectors into the assessment debate; as critics charged, this was a case of officials creating their own material to circumvent the process. With the growth of information sources in the private sector, such as think tanks and risk analysis firms, there is a greater risk of rival assessment being available to policy officials. Whereas the ONA Director-General previously acted as the gatekeeper of raw information, the NSA or other advisors might be tempted to operate as their own intelligence analysts.

With more information at hand, intelligence may have to contend with a set of two mutually reinforcing problems. There is no escaping the fact that complex issues require more professional expertise instead of gut intuition from political officials; and this places a great premium on the relevance of intelligence assessment to policy. But with the risk that decision-makers can find information to suit their agenda when they do not receive the support they want, intelligence officials might be inclined to dip into the vast sea of unverified open source data, including social media, to supply material which retains their proximity to authority. In short, the second type of politicisation identified here may heighten the likelihood of the first taking place as well.

As mentioned above, while the NSA was a creation of Prime Minister Kevin Rudd, his successors attach less importance to the office. For the Abbott Government, this is reportedly motivated by a desire to re-impose Westminster tradition by shifting authority back into policy departments.\footnote{Greg Sheridan, ‘Doubling the Advisers a Sign of Global Clout’, The Australian, 16 September 2013.} But there is little sign that the NSA’s powers over intelligence, as opposed to policy, are curtailed. After all, before the NSA was created, ONA was required to assess its own performance; considering the vastly increased resources in recent years, this was far from ideal. Whether or not the NSA loses influence, it is unlikely to herald a shift away from closer intelligence-policy links. Even if future governments feel comfortable tackling complex problems with minimal analytical support, the delicate nature of intelligence requires closer supervision of assessment by policymakers.\footnote{For example, the same article cited above which described the Abbott Government’s desire to reverse centralised policy-making at the NSA also noted that the international security advisors for the Prime Minister have doubled.} With the revelations about the surveillance of phone numbers belonging to prominent Indonesians, more diplomatic judgement seems necessary to regulate indiscriminate espionage; if not, exposure risks imposing more costs on Australian foreign policy.\footnote{See for example the blog post by former ONA Director-General Geoff Miller, ‘Are We Spying Just Because We Can?’, The Interpreter, 8 November 2013, <http://www.lowyinterpreter.org/post/2013/11/08/Are-we-spying-just-because-we-can.aspx> [Accessed 20 January 2014].}

Beyond that, in light of the media scrutiny and partisan debates which bedevil contemporary politics, intelligence evidence is increasingly demanded to justify government decisions, but any disclosure needs to be handled carefully so that it does not undercut policy.\footnote{Michael Wesley, ‘The Politicisation of Intelligence’, in Baldino (ed.), Democratic Oversight of Intelligence Services (Leichhardt: Federation Press, 2010), p. 198.} A warning example is provided by the debate in the United States over Iranian nuclear ambitions in 2007. After a declassified National Intelligence Estimate revealed no firm evidence of a nuclear weapons programme could be found in Iran, it was seized on by opponents of the Bush administration to argue that the United States should abandon deterrence for negotiation. Lost in the media frenzy was the fact that intelligence was only referring to specific designs for building a bomb device when it mentioned “evidence”; the enrichment programme in Iran remained active, but the distinction was not emphasised in the Estimate because, in the words of one author, “we never wrote this to be read by the general public”\footnote{David Sanger, The Inheritance: The World Obama Confronts and the Challenges to American Power (London: Bantam Press, 2009), p. 5.}. Whatever the merits of Bush administration policy, its coercive approach was undone through public misinterpretation.

Policymakers must have the capacity to shape the publication of assessment, but again, this opens up the prospect for abuse. Politicians may refer to intelligence material to confer legitimacy on their agenda, even
if these are not truly representative of the picture conveyed by assessment. For example, during the ‘Children overboard’ affair statements from an ONA brief on the behaviour of asylum seekers were cited by Prime Minister John Howard, although this appears to have left the public with the wrong impression of how ONA viewed the situation.87 The 2003 Parliamentary Inquiry into the intelligence assessment also showed this to be a problem during the Iraq debate.88 While intelligence agencies may screen official statements to make sure that nothing is factually incorrect, they cannot disabuse the public of any mistaken impressions by issuing their own statements; in effect, this would invest them with a veto over government policy. As long as some evidence is expected by the public to justify policy choices, elected officials will have leeway to deploy intelligence for their own ends.89 And as information increases, so does the material which can be exploited.

In sum, there are three types of misuse by the political authorities overseeing intelligence: pressuring analysts, manufacturing their own analysis, and misleading the public. With the growing volume of information, all three could occur more frequently over time. Unlike information security or inter-agency assessment, the trend towards politicisation presents a challenge which seems likely to worsen in the future unless more corrective action is taken.

A Foreign Intelligence Advisory Board

The previous three sections have outlined the major challenges which are likely to cause problems for Australia’s foreign intelligence assessment. Most troublesome among these is the intelligence-policy link, which needs to be strengthened without allowing for the distortion of analytical thinking.

There are mechanisms of intelligence oversight, but nothing which is able to continuously scrutinise the assessment process with an eye to improving its policy contribution. The Parliamentary Joint Committee on Intelligence and Security reviews intelligence administration and expenditure, and at the request of a minister may investigate operational issues. But for this very reason, political interference is unlikely to be referred to the committee; only the most public controversy will see any likelihood of this happening. By contrast, the IGIS has a broad mandate to review the propriety and legality of intelligence; in practice, this has allowed it to examine issues like the independence of assessment. But because of the many issues it needs to address across the intelligence community, it will not always be in a position to bring attention to an ongoing hole in analytical coverage, or the inadequate use of technical resources. Moreover, given the sweeping power
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it enjoys, the IGIS has tried to avoid seeming like a rival authority for political officials which intelligence must also answer to; if anything, it has too much authority to help without complicating things.\(^90\)

By the same token, it is difficult to regulate the policy end of intelligence. Improved political judgement cannot be assured via bureaucratic reform: this is the task of the voting public, and politicians who emerge victorious from elections have the right to make the decisions they want. Australia’s political leaders can only be implored to appoint fair-minded officials who can harness the intelligence process, whether it be the NSA or other policy advisors. While the NSA presently manages the intelligence community, it mostly draws on federal employees who are cycled through the public service without any long-term experience in the profession.\(^91\) But more resources and expertise directly under a policy official, be it the NSA or another advisor, risks creating an opinionated staff which quarrels with ONA. The challenge is that more institutional heft is needed to aid policymakers, but without inadvertently strengthening their capacity to mishandle intelligence.

One proposal that might strike this balance is the establishment of a Foreign Intelligence Advisory Board which reports to the policymaking authority overseeing intelligence. Building on a similar model in the United States, the advisory board could be a voluntary collection of retired professionals with experience in intelligence affairs, who can regularly monitor the output of assessment and propose ideas for improving performance. As a voluntary group, the board would not require much financing, and could bring considerable expertise into an area where policymakers are typically inexperienced. Reporting independently, it could end up playing a moderating role between political advisers, who are more inclined to implement hasty reforms which serve short-term goals, and professional bureaucrats from intelligence who are more cautious about reform. Indeed, the equivalent model has at times proved vitally useful for political leaders in the United States, especially in times of rapid technological change.\(^92\)

In order to maintain political independence, its members should be nominated by the IGIS, which has a good appreciation of the intelligence landscape; and if need be, these can be reviewed by the government, to ensure that political leaders feel comfortable with the advisors they’re
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expected to listen to. To be sure, this also has its limitations: given that the board plays an advisory role, the lack of authority can leave it marginalised. Certainly, the US equivalent has seen its work fall on deaf ears when the policy side maintained distance from the group.\textsuperscript{93} To avoid this problem in Australia, the board should have the power to refer problems which lie unaddressed to the Joint Parliamentary Committee: the resulting investigation may cover not only a discussion of intelligence, but also touch on the government’s role in the process, as it did in the 2003 Iraq report. The board should also retain the option to publish an unclassified summary of its reporting, so that its ideas can at least have some purchase on public opinion, if not always with the government of the day. This should make it less easy to ignore those issues which the board views as most important.

With these powers in place, the advisory board would retain some capacity to ward off politicisation. Ideally, this should encourage the political leadership to extend more confidence to its members. Indeed, the board should be capable of scrutinising foreign assessment with an eye towards aiding policy, without providing a rival source of intelligence which might be expected from an empowered NSA. With greater intimacy and latitude than the IGIS enjoys, the board might also offer some advice about the political receptivity of intelligence, and ways to improve the use of intelligence in policy formation. Mistakes in the policy-intelligence relationship are more likely to be scrutinised if a larger number of experts were privy to the intelligence on which the NSA is making decisions, as at least some members from a diverse group can be expected to draw attention to the many implications for policy.

The board could also provide a useful resource for tackling the other problems canvassed in this article. The goal of streamlining the consultation between agencies would benefit from the advice of retired professionals, who know best how to capture the specific knowledge of their former employers while economising on resources. Disputes about the use of inter-agency teams for assessment could be examined in more detail and refined as the board reviews their performance. The board is also likely to offer a valuable perspective on what espionage techniques to permit, and what is not worth the risk of exposure. Given their experience, board members should also be alert to signs of organisational strain which might precede an internal security threat. Without too much power, the board has little scope for aggravating these problems; if handled correctly, however, it promises to bring more wisdom into areas which will need disciplined supervision in the years ahead.

Intelligence is too important to allow for complacency. With drastic changes in the nature and volume of information, there will have to be adjustments in the way that it is used for the purposes of national security. To address some of the likely problem areas for the intelligence community, information sharing should be preserved, despite the risk of digital subversion; a wider range of analysts from different agencies should be placed onto issue-specific groups, and private sector knowledge should be utilised. But above all, the proposal for a Foreign Intelligence Advisory Board can help strengthen what appears to be the most vulnerable part of the intelligence process in the years ahead. No change in bureaucracy is completely free of risk, but as the information revolution propels us forward, it is an institutional change from which Australia can benefit.
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The Importance of Family: The Key to Understanding the Evolution of Jihadism in Australia

Shandon Harris-Hogan

This article investigates one of the key drivers behind the presence of jihadism in Australia, the influence of family. While no single factor can completely account for an individual’s radicalisation, the following will contend that the influence of family (as well as other close social relationships) has been critical to the recruitment and retention of many members of the Australian jihadist network. The specific nature of this influence is demonstrated through case studies into the radicalisation of several significant members of the Australian network. Prominent examples of familial influence on radicalisation in other comparable Western countries have also been included to demonstrate a similar phenomenon within other international jihadist networks. However, the influence of family has at times proven critical in preventing radicalisation, and examples of this occurrence have also been included in the discussion. Overall, the article aims to contribute towards a better understanding of jihadist radicalisation in Australia by highlighting and analysing a key driver of the phenomenon.

Radicalisation and violent extremism has presented a small but persistent security challenge within many Muslim communities in the West. Though affected to a lesser extent than many countries, Australia has not remained immune from this issue. The following analysis aims to contribute towards a more thorough understanding of the phenomenon of jihadism within an Australian context. The Australian jihadist network is a complex interlinking of close relationships which transcend operational cells. This work will argue that the influence of family and other close social relationships has played a significant role in the passing of ideology and the recruitment and retention of jihadists into the network. Indeed, the networks structure and membership has evolved to reflect the strong family and close friendship relations which permeate it. The following study will begin by looking at the history of jihadist terrorism in Australia before analysing how individuals in that country have radicalised. The main body of the work contains case studies which highlight the considerable influence these close relationships have had on the decision-making process of individuals surrounding the network. However, the impact of such connections is not inherently negative as there are also instances of family members persuading individuals away from extremism. Case studies of this phenomenon are likewise explored.
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before concluding with a look at the implications of these findings for counter-terrorism and countering violent extremism policy in Australia.

**Jihadism in Australia**

Jihadism has presented a significant security challenge throughout the Western world for longer than a decade. In the United States, the United Kingdom and Canada Muslim diaspora communities have been sites of radicalisation towards political violence. Indeed, one study revealed that more than eighty per cent of known jihadists “currently live in diaspora communities”. The threat faced by Australia from jihadist-related activity has been small when contrasted against other broadly comparable countries. This is illustrated by the fact that only thirty-three individuals have been prosecuted under terrorism laws, compared with hundreds in broadly comparable countries such as the United States, United Kingdom, Italy, Spain and France. However, while comparably small in number, the threat to Australia from various manifestations of jihadism has remained persistent since the turn of the century.

Early terrorism plots in Australia were funded and directed by international terrorist organisations. The first occurred in 2000 when prominent Jemaah Islamiyah and al Qaeda figures plotted to attack Israeli and Jewish targets during the Sydney Olympics. In 2003 a cell was also uncovered in Sydney which was planning to attack the Sydney electricity grid. The actions of the cell were directed from Pakistan by the Lashkar-e-Taiba (LeT) commander responsible for the 2008 attacks in Mumbai, India. After 2003 Australia’s domestic jihadist plots shifted from being externally-guided to entirely self-starting. This shift, which was not consistent with comparable countries internationally, was predominantly due to the removal of key facilitators from the Australian community.

This shift initially manifested in two self-starting jihadist cells uncovered in November 2005 in what was to become Australia’s largest terrorism investigation (codenamed Operation Pendennis). A cell of Melbourne based men was also arrested in Operation Neath in 2009 while planning a
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suicide attack on Holsworthy Army Barracks in Sydney\(^9\) and a further series of raids, conducted in Melbourne in 2012, resulted in another individual being charged with a number of terrorism related offences.\(^{10}\) The following analysis will consider one of the potentially key reasons that the Australian jihadist network has been able to regenerate and adapt over time.

Moreover, clusters of aspiring Australian jihadists (numbering somewhere between three and fifteen in each instance) have sought training or combat overseas, chiefly in Afghanistan and Pakistan between 1999 and 2003, and Somalia or Yemen from 2006 onwards.\(^{11}\) There have also been several significant instances of Australians involved with jihadist activity in Lebanon throughout the past decade.\(^{12}\) More recently, approximately 100 individuals are believed to have travelled from Australia to participate in the conflict in Syria (many of which are believed to be fighting with extremist elements such as Jabhat al-Nusra or the Islamic State of Iraq and the Levant [ISIL]), and nine individuals have already been killed (potentially including Australia’s first suicide bomber).\(^{13}\) This explosion in the number of Australian foreign fighters has meant that the scale of the potential threat to Australia from jihadism is now larger as it has ever been.

**Radicalisation in Australia**

Michel Wieviorka notes that the perception or reality of discrimination and or social exclusion, inevitably leads to “reactive assertions of identity” antagonistic to the host society.\(^{14}\) Many Western countries have experienced such reactions manifest in acts of terrorism motivated by jihadist ideology. Fortunately the overwhelming majority of Australian Muslims, even those who perceive that society excludes them from full participation, do not join militant groups to act out their disaffection.\(^{15}\) This is largely due to policies of multiculturalism and other related government, police and community programs which have been successful at building

\(^{10}\) *DPP (Cth) v Karabegovic* VSCA 380 (17 December 2013).
social cohesion. However, this has not prevented a small violent extremist element emerging in Australia. In order to understand the presence of this element, it is necessary to explore the motivations of, and influences upon, individuals who have become involved with jihadism in Australia.

Those who become involved in jihadism outside of conflict zones undergo a process of radicalisation. Unfortunately, there is no agreed definition of what constitutes radicalisation. Indeed, definitional issues are the “principal source of many controversies and misunderstandings” that surround the topic. As this article specifically focuses on radicalisation in an Australian context, it will employ the definition of radicalisation used in Australia’s sole government funded national training course on the topic. The training manual states that radicalisation is:

a process in which individuals develop, adopt and embrace political attitudes and modes of behaviour which diverge substantially from those of any or all of the established and legitimate political, social, economic, cultural, and religious values, attitudes, institutions and behaviours which exist in a given society.

Ultimately, radicalisation becomes of concern to authorities only if individuals or groups begin to endorse, promote, and/or prepare to use illegal and/or violent methods to achieve their political goals. In its most extreme manifestation this can result in an act of terrorism. While debates have thus far failed to arrive at a universally accepted definition of what constitutes terrorism, this work will employ the definition as stated in the Australian Criminal Code Amendment (Terrorism) Act 2003. Given that this article examines the actions of people who have been identified by the Australian authorities as being involved in terrorist related activities; it is an appropriate working definition.

John Horgan and Max Taylor contend that terrorism is essentially a group activity that derives much of its energy from the existence of a community of support, and that the vast majority of people reach out in search of social ties and develop relationships with like-minded individuals before committing
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16 See Hussein Tahiri and Michelle Grossman, ‘Community and Radicalisation: An examination of perceptions, ideas, beliefs and solutions throughout Australia’, Counter-Terrorism Coordination Unit, Victoria Police, September 2013.


violent action. In the Australian context, rather than isolated plots containing islands of remote non-communicating individuals there is a large interconnected network of jihadists transcending operational cells. Each jihadist plot that has materialised in Australia has had strong social links to previous operational cells. Indeed, individuals who have participated in the Australian network frequently had pre-existing ties with members already inside the network and it was often a key condition for their joining. This finding is consistent with Marc Sageman’s sample of global jihadist terrorists which found that two-thirds of the sample already had some connection to the network before joining. Indeed, even allowing for the influence of previously held ideas, beliefs and grievances, many individuals initially become involved with armed struggles of all ideological persuasions for largely personal or social reasons. This phenomenon has been seen in groups including ETA (Basque Homeland and Freedom), the Irish Republican Army, the Italian Communist Party, the Red Army Faction, the Red Brigades, Turkish terrorist organisations and the Weather Underground.

Though commitment to an ideology is a necessary component of those who go on to commit an act of terrorism, ‘extremist’ views are held by a far greater portion of the population than the minute percentage who ultimately commit violence. The requirement of intimate social linkages to individuals already engaged in the movement contributes towards explaining the variance between the large number of socially isolated individuals with political grievances, and the small number of individuals who engage in terrorist activity. A study of more than 500 Guantanamo Bay detainees found that knowing an al Qaeda member was a significantly better predictor of those who may conduct terrorist violence than belief in a particular ideology. Moreover, it has been noted that jihadist activity in diaspora communities is now largely executed “by self-forming cells of friends”. This finding would help to explain why to date there is very little evidence of individuals isolated from extremist networks in Australia becoming involved in jihadist violence.
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24 The obvious exception to this is the first group of jihadists to operate on Australian soil. In this instance Jemaah Islamiyah was sending operatives to Australia to fundraise and recruit from within the Australian Muslim community.
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The prevalence of friends, lovers and relatives among those recruited to terrorism has made personal relationships an important part of recent theorising about radicalisation.\(^\text{30}\) Scott Atran notes that around twenty per cent of the terrorist networks he studied were made up of individuals who are directly related to each other while seventy per cent were friends.\(^\text{31}\) Similar findings were discovered in a study by the Saudi Ministry of the Interior which found that "nearly two-thirds of those in the sample say they joined Jihad through friends and about a quarter through family".\(^\text{32}\) In the case of Australia, the biggest revelation to come from detailed examination of the connections within the jihadist network is that individuals have been far more susceptible to involvement as a result of the influence of close friendship and family influences than any other form of recruitment. This would appear a logical practice as such close relationships would ensure loyalty and a degree of trust, and would assist a network in remaining both covert and connected.

Normative support provided by families plays a significant role in sustaining violence.\(^\text{33}\) Family relationships in particular have been a significant factor in sustaining the jihadist phenomenon in Australia. Within the network there are clear examples of ideology being passed from father to son, mother to daughter, uncle to nephew and between brothers, cousins and spouses. Moreover, the presence of several prominent facilitators has ensured that just six families have made up as much as one quarter of the entire Australian jihadist network.

However, the influence of familial relationships has also been used to mediate extreme thinking and behaviour. There have been several noteworthy examples of close family members providing a mitigating influence and guiding individuals away from the network. Additionally, family responsibility has also limited the involvement of several individuals who possessed a desire to participate in operational cells but were unable to commit sufficient time and energy.

It has been noted that there is currently a dearth of academic research and primary source analysis concerning the prevalence of radicalisation in Australia.\(^\text{34}\) The following analysis of the roles played by families within the


\(^{31}\) Atran, "The Moral Logic and Growth of Suicide Terrorism", p. 135.


jihadist community (both negative and positive), will contribute towards filling this void. For individuals who have been arrested in Australia information has been drawn primarily from the court documents and telephone intercept (TI) and listening device (LD) transcripts of Australian terrorism investigations. Though material drawn from these transcripts may now be somewhat dated and represents only a fraction of the material collected, it is nonetheless a valuable resource. This is because the sharing of such information for analysis outside of law enforcement circles is extremely rare. According to former CIA analyst Marc Sageman, research based on TI and LD material would go a long way in helping terrorism studies scholars and counter-terrorism professionals enhance their understanding of terrorist organisation and motivations, and provide them with better insights into what they were thinking and planning in real time while they were under surveillance. He noted “these conversations, captured without the knowledge of the perpetrators, are invaluable because they provide a window into the terrorists’ minds and everyday behaviour unadorned with after-the-fact rationalizations”. However, this study has been somewhat restricted by the less reliable information available regarding Australians accused of jihadist activity overseas. Such material, sourced from books, newspaper articles and other openly sourced information can sometimes be fragmented and contradictory. Where such material has been used the author has chosen to primarily draw from the work of journalists who have been able to directly interview the individuals involved or who have gained access to international court proceedings. Where TI and LD information has been used, the individuals outlined have been de-identified for legal reasons.

The Impact of Radicalised Family Members

The analysis will begin by looking at one of the more prominent cases of family recruitment and retention in Australia, that of the Jamals. Of seven Jamal brothers three have been separately arrested for involvement with jihadist terrorism. The eldest of the brothers, Saleh Jamal, is the individual who began the family’s involvement. Indeed, the Australian Government has previously stated that Jordanian born Saleh Jamal was critical to the evolution of jihadism in Australia. “His force of personality and unifying presence among small and often disparate groups made him both a lightning rod for disaffection and a rallying point for men looking for direction”. Saleh spent a year in prison in the 1990s for dealing cannabis and friends noted


36 Sageman, Leaderless Jihad, p. 76.
that it was during this stint in prison that he became “increasingly radicalised”.38

In 2004, while on bail for an unrelated matter, Saleh flew to Lebanon using a fake passport. Other Australian jihadists located in Lebanon introduced Saleh to Lebanese terrorist organisation Asbat al-Ansar, and he undertook three weeks training with the group.39 Following an intercepted phone conversation where Saleh advised his wife “You will never see me again. I am going to a place higher than the mountains”; he travelled from Lebanon to Syria. There he delivered a package used in the bombing of the UN mission in the diplomatic quarter of Damascus. Court documents cite wire taps which reveal that on his return to Lebanon Saleh was greeted with the words “May God reward you with good for what you have done in Syria”.40

Saleh was subsequently arrested by Lebanese authorities and sentenced to five years hard labour on charges of possession of weapons and explosives, forging an Australian passport, forming a group and planning acts that endangered state security.41 The Lebanese court also linked him to the April 2003 bombing of a McDonald’s restaurant in Damascus. Sydney brothers and close associates of Saleh, Maher and Bilal Khazaal, were convicted in absentia for funding that bombing.42 He served two years before being extradited to Australia to face the charges he originally fled from. Following his return Saleh was sentenced to nine years imprisonment for his part in a 1998 shooting while he was a member of the ‘DK boys’ street gang. He was also sentenced to a further twelve years imprisonment in relation to the drive-by-shooting of a Sydney police station; however the decision was overturned at a subsequent retrial.43

While in prison in Lebanon Saleh expressed admiration for Osama bin Laden and Abu Musab al-Zarqawi44 and claimed that he was “30 percent likely to launch an attack in Australia” had he not fled. Prior to his extradition Saleh also threatened to fly a plane into the Sydney Harbour Bridge if he was forced to return.45 This boast regarding involvement with jihadist activity in Australia is not without foundation. It is strongly believed that he played a
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significan part in the genesis of a nine man cell arrested in late 2005 in Operation Pendennis. Of the five men who faced the most serious charges and received the lengthiest sentences, four were close friends of Saleh Jamal. In the weeks leading up to New Year’s Eve 2003 Saleh was surveilled in the company of several of these men. Their activities around Sydney Harbour triggered a security alert and a crude oil tanker was forced to anchor off shore during New Year’s Eve celebrations. The fifth man was Saleh Jamal’s younger brother, Mohammed.

Mohammed Omar Jamal was the youngest member of the cell arrested in Sydney aged just twenty-one at the time of his arrest. Omar was the product of a strict upbringing by his father and claims he was neglected as a child. However, following Saleh’s release from prison in the mid-1990s, he exerted influence over Omar who became considerably more religious and devout. Through Saleh he was introduced to the other men who would go on to form the Sydney cell and he further developed these friendships in his own right after Saleh fled Australia.

The judge described a hierarchy within the Sydney cell, noting a leader, vice-captain and middle rank participants “with Jamal bringing up the rear.” A character witness described Omar as “a good kid” and “a naive young man probably taken in by these older guys,” and at no stage during the trial did the Crown dispute that Omar “participated in the conspiracy at the behest of others who were older and more senior than he.” Though Omar was clearly far from central to the group’s activities, his decision not to plead guilty meant that he went on trial with the cells four most significant members. Those men were some of the most experienced and committed jihadists Australia has witnessed and all received between twenty-five and twenty-eight years’ incarceration. The Judge did note in Omar’s sentencing that he embraced the group’s “extremist views and convictions” and he was even recorded in a 2005 phone conversation saying “I will kill John Howard” the then Prime Minister of Australia. However, it is interesting to note that this comment mimics a threat Saleh made while detained in Lebanon. Only a few months earlier Saleh threatened to kill Mr Howard if extradited stating that, “if I was given the opportunity I’d chop him up too, without any doubt, or remorse, because he is a very evil man.”

46 Regina (C’Wealth) v Elomar & Ors NSWSC 10 (15 February 2010), p. 41.
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comments demonstrate the influence Omar’s older brother had over his ideology, behaviour and even friendship group.

Omar was not the only brother to be influenced by Saleh. In 2003 Omar travelled with Ahmed Jamal to the Middle East, however the two men were refused entry into Jordan. Though Omar returned to Australia, Ahmed again travelled to the Middle East and in 2004 was captured in Northern Iraq and accused of joining the insurgency. He spent two and a half years in a Kurdish jail with the prison governor noting “he is definitely al-Qaeda ... he said it from his own mouth”.56 His father claimed that he was simply travelling in the region to find a wife,57 however, the time Ahmed arrived in Iraq just happened to coincide with the height of the insurgency. Of particular relevance are comments made by a Lebanese judge who stated that Saleh Jamal was a contact of Abu Musab al-Zarqawi and had been introduced to the ‘al Qaeda in Iraq’ network through a Bosnian militant he met in Lebanon.58 If he was indeed attempting to join the insurgency it is not unreasonable to conclude that Saleh’s influence played a key role in this decision. Notably, both Saleh Jamal and his brother Ahmed had earlier been refused entry into Jordan, while in the company of a Lebanese Australian who had been previously convicted of attempting to establish Lebanon’s first al Qaeda cell.59 These particular Jamal brothers illustrate the influence close family members can have over each other and provide a clear insight into the role played by family within the Australian jihadist network.

The ideas and actions of family members were also influential among other members of the cell which contained Omar Jamal. Khaled Cheikho was a senior member of the Sydney cell and was described by prosecutors as “one of the leaders, thinkers and co-ordinators” of the group. In his sentencing remarks, the judge described Khaled’s position in the cell as just beneath the leader acting as “some type of vice-captain or senior officer”.60 A committed ideologue, Khaled trained at a LeT camp in Pakistan shortly following his marriage to the daughter of the matriarch of the Australian jihadist network.61 Khaled Cheikho was also on the periphery of the cell arrested in 2003 which was planning to attack the Sydney electricity grid. Khaled Cheikho’s nephew Mustafa Cheikho was also a member of the Sydney cell. However, in contrast to Khaled’s leadership role Mustafa was described as “more of a

56 Martin Chulov, ‘Lost in the Badlands’, The Australian, 21 March 2006. It is essential to note that there have been subsequent allegations that these comments may have been obtained under a degree of torture. If correct, any statement made should be immediately disregarded.
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‘doer’, albeit a very willing one”. Khaled’s influence over Mustafa’s beliefs and actions is evidenced long before the Sydney cell formed. Mustafa travelled to Pakistan and attended the same LeT run training camp just months after his uncle returned from his stint in Pakistan. Indeed, it was noted by the Judge that Mustafa “made a full commitment to the devout observation of his religion” only as he “came more under the influence of his uncle”. Khaled provides a clear example of a prominent strong figure exerting influence over members of his family and drawing them into terrorist activity.

The strong family links which permeate the Sydney cell also extend to the group’s leader and his connections offshore. Born in Lebanon and raised in Australia, Mohammed Elomar was described in court as the “puppet master” of the Sydney cell. His leadership role was explicitly stated by the judge as the reason for sentencing Mohammed to the longest term of incarceration. A 2005 raid on his home turned up twelve firearms and over 10,000 rounds of ammunition. Elomar also co-wrote an order for laboratory equipment and possessed bomb-making manuals and materials. When sentencing Mohammed the judge also expressed that there is “little prospect of rehabilitation. There is no present indication that Elomar will ever renounce the extremist views that fuelled his participation”.

Mohammed Elomar is closely related to Hussein Elomar, who is currently detained in Lebanon for involvement with Sunni terrorist organisation Fatah al-Islam. Arrested in 2007, he has been charged collectively with several dozen other suspected Fatah al-Islam militants. Though he is still awaiting trial, the official charges are murder, resisting security forces, creating a “terrorism gang” and possession of weapons and explosives. Hussein’s nephew Ahmed Elomar was also detained in Lebanon on suspicion of terrorist involvement but following a week of intense questioning was released without charge. In 2011 Ahmed Elomar and convicted Sydney Pendennis member Khalid Sharrouf were also charged with assaulting a man in Sydney, and Elomar was later convicted of assaulting a Shiite shopkeeper he believed was a supporter of Syrian President Bashar al-Assad (the man was later forced to sell his business after having his life threatened and his workplace firebombed). Elomar was further charged with hitting a police officer with a metal pole during the violent protests in
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Sydney in 2012 that occurred as part of the worldwide reaction against the film ‘Innocence of Muslims’. In addition to the arrests, a training camp was discovered on a property owned by members of the Elomar family in the lead up to the 2000 Sydney Olympic Games. Notably, the aforementioned Saleh Jamal was linked to this camp.

The family connections that were prevalent throughout the Sydney cell arrested in Operation Pendennis were also present in the cell which was emerging concurrently in Melbourne. Three brothers, identified here only as MJM145, MJM463 and MJM536 and their cousin MJM563 performed a variety of roles within the cell arrested in Melbourne in November 2005. MJM145 was the treasurer of the group and as such was involved often, although much of his activity was of minimal operational significance. MJM463 was very much included in the group’s activities and MJM563 attempted to be, however many in the group maintained reservations regarding his trustworthiness. The participation of MJM536 decreased dramatically over the course of the cell’s evolution. Another brother was also on the periphery of the cell. He was subsequently involved in a brawl with a news cameraman at his brother’s committal hearing and was charged with affray, assault and behaving in a riotous manner. Collectively, the men’s commitment to the cell would be best described as inconsistent and their participation as more of a part-time interest practised with family and close friends.

Listening device and telephone intercept transcripts revealed the men to be particularly open to the influence of others, especially those whom they trusted. As well as the brothers influencing the actions of each other, close friends also had a strong impact upon their involvement and thinking. Significantly, this included the leader of the cell who came to know the family following the death of a family member in 2003, offering them spiritual guidance in a time of crisis. Another prominent figure in the cell, MJM562, was also a close childhood friend of the men. Hence, the likelihood of members of the family outlined above participating in jihadist activity must be considered significantly higher even than individuals who may hold similar
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ideological ideas, simply because of their proximity to members of the network. However, although the family featured significantly in the actions of the cell the men could not be considered the thinkers or leaders of the group and their individual religious knowledge was very basic.\textsuperscript{78} The men only became engaged with the ideology (even in its most basic form) through the influence of already established social networks. Moreover, the family’s involvement was in many ways a liability for the cell. The men crudely and inconsistently implemented the group’s counter-surveillance and security measures, and their attempts at speaking in coded language for discussions regarding money, training and the purchase of weapons on the black market were poor at best.\textsuperscript{79}

The influence of family is not limited to those who have grown up together. Partners can share the same ideological beliefs and can serve as a radicalising influence on each other. Australian husband and wife Amira and Yusuf Ali were both killed in the fighting in Syria in 2014.\textsuperscript{80} Internationally, Canadians John Nuttall and Amanda Korody radicalised together in isolation from any known jihadist network. In July 2013 the couple attempted to leave pressure cooker bombs at the provincial legislature in British Columbia, Canada.\textsuperscript{81} Indeed, several terrorist networks have been known to become increasingly endogamous over time as those within the network marry the relations of other terrorists.\textsuperscript{82} This ensures that networks are bound by a trust that becomes increasingly hard to penetrate or break. Indonesia’s Jemaah Islamiyah exemplifies this phenomenon\textsuperscript{83} and the group’s historical links to Australia has ensured this practice has extended to Australian jihadists.

One woman in particular has been intimately involved in the evolution of the Australian jihadist network. She has been described by an ex-CIA analyst as the “matriarch of radical Islam” and by Australian intelligence agents as the “grand madam of militant Islam”.\textsuperscript{84} Australian born convert Rabiyah Hutchinson married into the original family of jihadists to arrive in the country. Twin brothers Abdul Rahim and Abdul Rahman were the leader
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and co-ordinator of Mantiqi 4, the branch of Jemaah Islamiyah which operated in Australia until just before the 2002 Bali bombings. Though no longer living in Australia the twins’ ideology has been carried on by Abdul Rahim’s ex-wife, Rabiyah. Hutchinson’s contacts with known members of al Qaeda central, courtesy of time spent in Afghanistan, may well be as extensive as those held by anybody living freely in the Western world. She was also briefly married to Abu Walid al Masri, prominent strategist and father-in-law to Bin Laden’s interim successor Saif el-Adel. Hutchinson also developed a close personal relationship with the wife of current al Qaeda leader Ayman al Zawahiri (Umm Fatima).  

Rabiyah Hutchinson’s ideology and influence has also contributed towards several of her children becoming involved in jihadism. In 2006 Rabiyah’s sons Mohammed and Abdullah Ayub, then aged twenty-one and nineteen, were detained for seven weeks in Yemen on suspicion of being members of al Qaeda and gun running to Somalia. Mohammed Ayub is also one of the 100 or so Australians currently believed to be fighting in the Syrian insurgency, and has appeared on Facebook posing with assault rifles, anti-aircraft artillery and the flag of ISIL.  

Additionally, Hutchinson’s daughter Rahmah is married to the previously discussed Khaled Cheikho, now serving twenty-five years in a NSW maximum security prison. Rabiyah also attempted to arrange for another of her daughters Devi to be contracted to marry her husband’s twin brother Abdul Rahman Ayub, a former al Qaeda training camp instructor who wrote part of the al Qaeda manual on warfare. Indeed, there are several prominent international instances of parents having a radicalising influence over their children. The most well-known example of this in Western jihadist circles is possibly Canadian Ahmed Khadr, a known al Qaeda weapons trafficker killed in Waziristan in 2003, who raised his sons to be militants (with two spending time in Guantanamo bay and another the subject of a US extradition bid for terrorism related offences).

Hutchinson’s influence also extended beyond her own children to facilitating others into the jihadist network. Rabiyah met Australian Islamic convert Jack Thomas at the wedding of her own daughter to Khaled Cheikho and later brokered Thomas’ introduction to al Qaeda central and facilitated his training at camp Faruq in Afghanistan in 2001. While Thomas was training, his wife and child were cared for by Rabiyah. More recently, the Australian
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Federal Police (AFP) launched Operation Rochester in 2007 to identify any terrorist activity among Australia's Somali community. The operation was sparked by the presence of Rabiyah Hutchinson and other hard-line Muslims at a funeral held for the daughter of an Islamic convert. Operation Neath (outlined earlier) was the joint AFP, Victoria Police and Australian Security Intelligence Organisation (ASIO) investigation which grew out of Rochester. The operation culminated in the arrest of five men planning a suicide mission at Holsworthy army barracks in Sydney. The influence of Hutchinson highlights the extremely important role facilitator's play in the recruitment and retention of family and close friends into jihadist networks.

The Impact of Family who are not Sympathetic

As an individual begins to adopt a stricter interpretation of an ideology, changes in their behaviour, appearance and/or language are most likely to be recognised by those around them. They will become less willing to engage or compromise with those close to them who hold alternative or pluralist views. Domestic conflict with family and long term friends holding such views may significantly predate an actual terrorist attack. Aside from the radicalising influence Boston bomber Tamerlan Tsarnaev appears to have had over his brother, years before the attack Tamerlan assaulted the man his younger sister was dating because he was not a Muslim. Tamerlan also called his uncle an infidel and challenged him to a fight, leading several uncles to cut off contact from the family. Similarly, Toulouse shooter Mohamed Merah's brother Abdelkader stabbed his eldest brother Abdelghani seven times after he refused to leave a girlfriend with Jewish ancestry. Indeed, families and close friends are those most likely to recognise shifts in an individual's behaviour (which may indicate that person may be radicalising) well before they commit acts of politically motivated violence.

The Obama Administration's ‘National Security Strategy’ released in May 2010 recognises this phenomenon, stating that “our best defences against this threat are well informed and equipped families”. Those close are best placed to recognise individuals becoming radicalised and increasingly interacting only within smaller tight-knit social networks of people who share

their particular worldview.\textsuperscript{97} For example, London bomber Samir Khan began having sustained conflict with his family six years prior to the London bombing, and became fully estranged from his family and immersed within the British jihadist community around four years prior.\textsuperscript{98} The following section outlines Australian examples of family members deterring individuals associating with the jihadist network from radicalising and potentially becoming involved in violence.

During the early evolution of the jihadist cell arrested in Melbourne in 2005 MJM221 appeared a committed participant. Early TI and LD transcripts record MJM221 extensively questioning the senior religious figure and leader of the group about issues such as martyrdom, and receiving the response “always when you come to my home you bring me this topic”.\textsuperscript{99} However, during the course of the investigation period the father of MJM221 heard rumours regarding his son’s associates and activities.\textsuperscript{100} The father immediately called MJM221 and advised him to “stay away from those people, away from them. I don’t want you to get involved with anything”.\textsuperscript{101} Later that day MJM221 also received a telephone call from his uncle in Lebanon, presumably at his father’s instigation. MJM221 is told by his uncle that he is involved in "a very dangerous thing"\textsuperscript{102} and is advised to “keep away of those group”.\textsuperscript{103} MJM221 appears to disengage himself from the group after receiving the phone calls from his father and uncle, demonstrating that their advice and guidance had a significant and positive influence over his actions.

Similarly, Australian Izhar ul-Haque was strongly influenced away from potentially engaging in terrorism by close family. In 2003 Ul-Haque (then just out of his teenage years) travelled from Sydney to Pakistan and received three weeks training at a LeT camp. This paramilitary training was facilitated by Faheem Lodhi, who was arrested later that year (and subsequently convicted) for facilitating communication between LeT and a jihadist cell which was planning to bomb the Sydney electricity grid.\textsuperscript{104} Ul-Haque was introduced to Lodhi through his mother (who was good friends with Lodhi’s wife) and court documents note that the close relationship that developed between Ul-Haque and Lodhi was “the major reason for his going to Pakistan”.\textsuperscript{105} While training at the camp Izhar wrote his father a letter outlining his distaste for Westerners and his desire to join a jihad and die a
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martyr. Upon receiving the letter, his father and brother travelled to the camp in an attempt to convince Ul-Haque to come home; he returned to Sydney a short time later. Hence, Ul-Haque can be seen as another example of family intervention influencing an individual, and assisting them to disengage from the radicalisation process.

Crucially, there are also instances of families attempting to prevent radicalisation by approaching authorities for assistance. Yacqub Khayre was arrested on terrorism charges in Melbourne in 2009, then aged only twenty-two. He was accused of being a member of a jihadist cell which planned to attack Holsworthy army barracks in Sydney and during the course of the investigation Khayre also attended an al-Shabab paramilitary training camp in Somalia. However, members of his family had previously alerted authorities to his potentially dangerous behaviour. On several occasions his uncle raised serious concerns that Khayre was on a “destructive path” predominantly due to the social group he interacted with after leaving home and dropping out of school. Following his arrest the family felt let down by the authorities’ lack of pre-emptive action.

There have been several other prominent examples of family intervention in other Western countries. The father of ‘underwear bomber’ Umar Farouk Abdulmutallab came forward following the failed attack claiming that he had informed the US embassy in Lagos of his concerns regarding his son’s behaviour months before the attempted attack. Similarly, the father of an eighteen-year-old British man alerted authorities to the fact that his son and a friend were travelling to fight in the Somalian insurgency, possibly with al-Shabab. The father followed the pair to Kenya, and information he provided to local authorities allowed the pair to be intercepted by anti-terrorist police before they crossed the border. These examples clearly illustrate that families are potentially strategically positioned to both recognise and prevent serious radicalisation.

**Family Responsibility**

Family responsibility can also have a positive impact on the thinking and actions of individuals who may otherwise have engaged in violent activity. Having a family limits the amount of free time available to engage in extremist activities and alters an individual’s priorities and outlook on the
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world. During the course of the investigation into the activities of the cell arrested in Melbourne in 2005, several individuals were only able to engage with the operational activities of the group ‘part-time’ due to family commitments and associated responsibilities. For instance, the time MJM243 was able to commit to assisting with the activities of the cell was seriously impeded by his wife and yet MJM243 was described as a “valuable advisor” to the group, due in part to the fact he was the only cell member to have overseas training experience. MJM243 attended a camp in Afghanistan in 2001, where he pledged allegiance to Osama bin Laden.\(^\text{112}\)

However, the judge who oversaw his trial noted that his commitment to the cell “waxed and waned from time to time” and that “this situation may have been brought about by increasing family responsibilities which he had acquired”.\(^\text{113}\) There are at least half a dozen occasions throughout the course of the investigation where group members were urging this man to participate in activities, yet he was unable to commit much time due to practical considerations such as his wife being sick or having to care for his children.

Additional restrictions and complications caused by family commitments were mentioned elsewhere by members of the same cell. Following a weekend training camp one member of the Melbourne group noted in reference to a jihadist cell developing simultaneously in Sydney,

\begin{quote}
up there, they got sleeping bags, three hundred dollar sleeping bags, they got guns, they got, praise is to Allah, tents, compass, knives, everything, praise is to Allah. What have we got here? … Our wives on our backs, that’s it.\(^\text{114}\)
\end{quote}

This is not to suggest that the restrictions placed on the men by their associated family responsibilities were the sole reason for the cell’s failure. However, it was certainly the case that some members were not as committed as others and that family considerations contributed to their more limited engagement.

Another member of the cell arrested in Melbourne in 2005 demonstrated that he was aware that starting a family of his own would impact his ability to engage in terrorism. When discussing the idea of marriage and children MJM516 stated “I’ve been running away from it; I don’t want it and this is having a responsibility, having children and the like. I don’t want. I know if I go down this path that’s it”.\(^\text{115}\) MJM516 also noted that his father held the same ideological commitments; “my dad, may Allah guide him, long time ago my dad had an opportunity … I owe him because had he not had such an intention I wouldn’t have learnt all of these things … we had tapes … that
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would sell for souls and money”. MJM516 stated that the reason for his father’s disengagement was his wife and children and as a consequence of observing his father’s life decisions, MJM516 became adamant not to marry. Instead, he planned to attend an overseas training camp and had received provisional acceptance in the form of a letter. However, not all of his family was necessarily supportive of his actions and ideas. Raids conducted in the home of MJM516 uncovered a letter written to him by his sister, urging her brother “not to do anything stupid”.

Conclusion

Though it is impossible to completely extricate the influence of friends and family away from the myriad of other external effects which impact the radicalisation process it is clear that, at least within the Australian context, the influences of these close personal relationships is a key to understanding the jihadist network. The cases outlined in this study demonstrate the impact of close pre-existing relationships in the evolution and adaptation of the network. Whether positive or negative, the influence of immediate family is evidenced in the decision-making process of many key figures within the Australian jihadist scene. This finding has significant implications for future counter-terrorism/countering violent extremism policy in Australia, especially in light of recent developments in Syria. In order to prevent further radicalisation, and potentially a catastrophic act of mass casualty terrorism, focus needs to be directed towards addressing the close family and friendship influences which draw people into the Australian jihadist network.
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Energy and Food Security: Is Australia Fragile or Resilient?¹

Rita Parker and Jenny Stewart

The Australian state is not normally considered in the context of fragility. We challenge the assumption of Australian robustness by examining the way in which two potential vulnerabilities are framed and the way these issues are incorporated into the political and institutional policy agendas. Food and energy security will be examined in the context of Australia as a complex adaptive system with an analysis of the vulnerabilities of these two issues as understood by different actors. While it can be argued that Australia has been resilient in the past, we argue that this state cannot be taken for granted for the future. There are vulnerabilities that could become triggers for unexpected changes, or which could tip towards greater vulnerability and fragility.

Complex Adaptive Systems and Resilience

The analytical framework of this paper is based on complex adaptive systems theory (CAS). From a systems view, a complex adaptive system is simply one where we allow for multi-dimensionality; emergent properties and learning.² CASs change in ways that are hard to predict, because they are premised on a degree of flexibility.³ Within this framework, resilience is considered to be a property of a system. Australia functions as an open system connected to, and embedded within, the rest of the world. As part of an open system, any variable might change and act as a tipping point and alter the system.

Originating in engineering and ecology disciplines, resilience has been adopted by a number of other disciplines (including economics) and is referred to in a range of policy areas such as critical infrastructure, emergency management, and supply chains. Cross-disciplinary perspectives have been particularly fruitful. For example, the relationship between social capital, state action and community resilience has been demonstrated in patterns of adaptation of communities to the challenges of

¹ This paper follows on from the work the authors undertook in the first stage of the Australian Academy of Science project, Australia 2050. The resulting book, M. R. Raupach et al., Negotiating Our Future: Living Scenarios for Australia 2050 (Canberra: Australian Academy of Science, 2012) was launched by the Governor-General in February 2013.
climate change. However, like a number of other concepts such as poverty, well-being or security, resilience is a contested term and there is no single universally accepted definition. However, based on our work with the Australian Academy of Science we can say that resilience is a property of a system, and when hit by a shock, a system can either recover its original form, or adapt and transform into something different, or collapse and cease to function. General resilience means the ability of a system to adapt to shocks while retaining its internal structure, function, feedbacks and, therefore, identity.

The resilience perspective recognises that our world is a place of dynamic change. Changes occur in an interlinked way, so deliberate actions that aim to bring about a change in a specific area often lead to unanticipated and potentially unwanted consequences elsewhere. In today’s environment this means low probability high impact risks and threats can arise with short lead times or at a slower incremental pace which fails to raise concerns. Such issues can arise from unexpected sources with unwanted consequences, and our contention is that such circumstances have the potential to lead to fragility.

**Resilience is a Value-Neutral Term**

While we generally think resilience is desirable, and governments present it as a desirable goal, it is important to acknowledge that resilience is the property of a system. Whether the resilience of a particular system is desirable or not, is therefore a value judgement, depending upon our view of the desirability of the system itself. Examples of nation-states that we might consider to be less than desirable but, to some extent, are resilient include North Korea and the former Soviet Union in World War Two.

Resilience is more than bouncing back, which implies a capability to return to a previous state or to a point of vulnerability. Even if people wanted to return to a previous state, changes in the physical, social and psychological reality of societal life, particularly after an unexpected disruption or disaster, can make this impossible. Instead, resilience means moving from a reactive state through a proactive state and on to one which has the capacity to
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anticipate threats and challenges. In doing so, it means having a capacity to adapt to change without compromising fundamental values.

The Fragile State

The resilience of civil society and the extent of its vulnerability are influenced by a number of factors which determine if a nation-state is fragile. Over time, liberal democratic societies are considered to be more resilient than totalitarian states, because their adaptive capacity is able to draw upon networks of trust and reciprocity (and hence social capital) that are characteristic of civil society. However, the relationship between social capital and the state is a complex one, with interwoven public and private components that in turn reflect policy and governance. A liberal democratic state may (for example) undermine social capital by policies that are detrimental to community well-being, or which expose communities to major economic shocks. The issue of vulnerability and fragility requires consideration of the concept of the fragile state and the way concepts and issues are framed as part of the policy agenda. What is a ‘fragile state’? The World Bank defines fragility in the context of “countries facing particularly severe development challenges: weak institutional capacity, poor governance, and political instability”.

The Organisation for Economic Co-operation and Development (OECD), following this approach, refers to fragile states failing to meet a single development goal. In a 2008 discussion paper, however, the OECD moves somewhat away from the emphasis on development, describing fragile states as “those that are unable to meet [their] population’s expectations or manage changes in expectations and capacity through the political process”. Energy and food security are two areas where expectations (particularly in a developed country such as Australia) are high, and managing change poses considerable challenges to the political process and to the values that underpin it.

By extension, we define a fragile state as one that cannot adapt to change without sacrificing its core values, i.e. its identity. The emphasis on values in
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this context aligns with the conceptualisation of values as being intrinsic to the political and policy processes. Note that, as with resilience, we are not making a value-judgement about the desirability of the values involved. While democratic states are usually considered to be less fragile (more resilient) than those that are not, and we would generally endorse democratic values, it is also the case that non-democratic states may prove to be resilient (as for example the Soviet Union showed itself to be in World War II). States whose core values are conflicted (Egypt, for example) may prove particularly fragile (in that they are vulnerable to rapid change cause by triggering events).

It is challenging to see Australia in this light. Institutional values—such as market-oriented liberalism, treating people fairly, and a moderate multiculturalism—seem quite robust. But they are not invulnerable, particularly in an era of rapidly changing global conditions where, even in a nation as economically fortunate as Australia, symptoms of alienation from mainstream political processes are apparent. While it is difficult to demonstrate that levels of trust in government in Australia are in fact declining, careful empirical work suggests that Australia has something of a ‘trust deficit’. As Bean notes, “only a minority of the adult population express social and/or political trust, a trend evident for some time”. All the sub-systems—political, economic, social and ecological—interact, but the political system is of particular importance, in that it encapsulates the policy-making and governance capacities of the state. We argue that the reflexivity of the political system, and hence its contribution to resilience or to fragility, is heavily dependent upon the way in which issues are perceived and contextualised or framed.

Framing

The way in which policy issues are framed is a key attribute of the responsiveness of the political system. ‘Framing’ in this sense is a simple analytical idea, denoting what is considered to be important (within the frame) and what is considered to be unimportant (outside the frame). The predominant framing rationale for Australian policymaking is economic rationalism—the belief in the power of markets, both to confer adaptation and to anchor decision-making in the realm of the individual and corporate worlds, rather than in that of the state.

---

This economistic frame helps us to ‘see’ certain policy actions (for example regulation or re-regulation), but it is not a systems-view. For example, it may preclude perceptions of interconnections which may threaten the viability of the market system itself (for example, the global financial crisis was foreseen by relatively few analysts). Framing has a strong association with agenda-formation, because it affects the way in which policy problems are ‘constructed’ or understood. For example, proponents of agricultural development proclaim that Australia could become ‘the food bowl of Asia’, a framing of the issue that proclaims plenitude and an apparently convenient marketing strategy, while excluding from the agenda the more problematic aspects of such a strategy (for example environmental considerations).

Because viable policy agendas need to attract support from diverse interests, as well as being ‘saleable’ politically, framing tends to emphasise more, rather than less, palatable solutions. For example, in the wake of the Blue Mountains fires of October 2013, combating increased fire-intensity by stronger public management (through programs of hazard reduction) is likely to prove more acceptable politically than (for example) restricting re-building in fire-prone areas.

**Energy**

The way in which the term ‘energy security’ is framed influences the way it is presented, perceived and addressed as part of the policy process. Different actors define it in different ways. In international relations it generally refers to the politics of energy and resource management, whereas in economics, economists argue that energy supplies are determined by market forces and are therefore not a matter of security.  

The energy situation in Australia is complex; however, we can identify five key factors for consideration. First, Australia is energy rich in uranium, liquefied natural gas and black coal and these form the basis for our energy exports. But we are also a net importer of petroleum. Secondly, most of our imported oil transits through maritime choke points. For example, the Strait of Hormuz, leading out of the Persian Gulf; and the Strait of Malacca, linking the Indian and Pacific Oceans, are two of the world’s most strategic choke points, and the most significant for Australia. Thirdly, although Australia is a net food exporter, oil imports impact food production, processing and distribution; and the food system is dependent on the transportation system which in turn is heavily dependent on imported oil. Fourthly, the International Energy Agency (IEA) sets a minimum oil stockholding requirement for member states like Australia. However, Australia does not meet its stockholding obligations. And fifthly, domestic refining capacity in Australia
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is decreasing. After the Shell plant at Geelong and BP plant in Brisbane close there will be only three refineries remaining.

These facts lead to an examination of whether Australia’s energy system is robust and resilient, or whether it is vulnerable and contributing towards the fragility of the nation-state and civil society. The way the issue of energy security is framed influences the way it is perceived. For example, closing a refinery does not necessarily affect energy security. Instead, it means that Australia needs to import more refined products, like petrol and diesel. Economists will argue that at a national level, a country should only compete in those industries where it enjoys a real competitive advantage. The logic is that if Australia can buy refined fuels from Asia more cheaply than it can produce them in Australia, then the most efficient use of resources is for Asian refineries to produce Australia’s fuels. However, by framing the issue differently it can be argued that depending on trade to provide secure energy is a potential tipping point which could lead to increased vulnerability and possible fragility when the source or supply of energy is threatened.

Actions by non-state actors such as piracy or hijacking of oil tankers can affect energy security. Similarly, actions by another nation-state which produces or through which energy transits, can affect energy security and influence foreign policy freedom. For example, in 2009 Russian Gazprom and the Ukrainian Naftohaz Ukrayin failed to agree on price levels for that year. The subsequent deliberate disruption to the gas supply by Russia affected twelve European Union (EU) member states and six non-EU nation-states, including those that rely almost entirely on gas supplies from Ukraine such as Bulgaria and the Republic of Slovakia. Australia can be considered in similar terms. As a net importer of petroleum, Australia’s oil imports transit other nation-states and it relies on external providers and sources of supply. As noted by Blackburn, forty per cent of Singapore’s oil comes from the Middle East, and fifty-one per cent of Australia’s imported petroleum products come from Singapore.

Returning to the point about Australia’s oil stockholding, each of the twenty-eight member nation-states of the IEA has an obligation to have oil stock levels that equate to no fewer than ninety days of net imports. (This requirement excludes the three net exporting member-states of Canada, Denmark and Norway.) The minimum requirement is based on net imports of all oil, including both primary products such as crude oil and natural gas liquids (NGLs), and refined products but excludes naphtha and volumes of oil used for international maritime bunkers. The IEA is explicit about what can and cannot be counted to meet the obligation. Specifically, the IEA does not permit the inclusion of military stocks, volumes in tankers at sea, in pipelines or at service stations, or amounts held by end-consumers. Nor
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does it permit the inclusion of crude oil not yet produced. Member-states can meet their obligation through both stocks held exclusively for emergency purposes and stocks held for commercial or operational use, including stocks held at refineries, at port facilities, and in tankers in ports. In 2012 Australia held seventy-two days of stock. According to the IEA, Australia’s holding for the first six months of 2013 was an average of sixty-four days of net imports, just two-thirds of the required ninety-day holdings.\footnote{International Energy Agency, ‘Closing Oil Stock Levels in Days of Net Imports’, 29 July 2013, <http://www.iea.org/netimports.asp> [Accessed 5 August 2013].}

**Energy Sector Actors**

Drawing on the definition by Brown and others, that “Energy security refers to a resilient energy system”,\footnote{M. H. Brown, C. Rewey, T Gagliono. *Energy Security* (Washington DC: National Conference of State Legislatures, 2003).} it is possible to probe whether Australia has a resilient energy system, or whether there are vulnerabilities in the system which would militate against its resilience. As noted in the earlier section on framing, there are a number of actors who influence the policy community and frame the issue of energy security in a particular way. Institutional actors representing Australia’s oil industry, such as the Australian Institute of Petroleum (AIP), frame the issue in low-risk terms, citing diversity of supply, reliable supply chains, domestic refining capacity together with imported petroleum products and efficient supply management as providing a high level of liquid fuel security for Australia.\footnote{Australian Institute of Petroleum, <http://www.aip.com.au/> [Accessed 8 November 2013].} The Institute refers to the 2011 Liquids Fuel Vulnerability Assessment produced by ACIL Tasman\footnote{ACIL Tasman, *Liquids Fuel Vulnerability Assessment* (Canberra: ACIL Tasman, 2012).} and 2012 Energy White Paper\footnote{Commonwealth of Australia, *Energy White Paper 2012, Australia’s Energy Transformation* (Canberra: Department of Energy, Resources and Tourism, 2012).} as supporting evidence. The Assessment referred to by the Institute states that there has been no major disruption to supply, and there is an appropriate balance being maintained by suppliers. In turn, the 2012 Energy White Paper states that “Australia is linked into well-established global supply chains … and import dependency itself does not imply an energy security threat”.\footnote{Ibid., p. xviii.} The House of Representatives Standing Committee on Economics in its Report on Australia’s Oil Refinery Industry in January 2013 framed the issue with a different emphasis when it stated, “Energy security is enhanced by diversifying options, as long as the market is able to supply those options in an affordable and reliable way”.\footnote{Commonwealth of Australia, *Report on Australia’s Oil Refinery Industry* (Canberra: House of Representatives Standing Committee on Economics, 2013), p. 68.}

The supply chain is a critical element of Australia’s energy supply, but as noted by the former Federal Minister of Defence, Senator the Hon John Faulkner, it is not always reliable. In a speech in 2012 he stated, “Fuel supply is a critical factor … While the fuel supply chain can meet current...
requirements, its resilience under the stress of major operations is much less certain.²⁸ In October 2012 a major transport company responsible for delivery of fuel and LPG had a large portion of its tanker fleet grounded because its vehicles were found to be unsafe. This had a direct impact on fuel availability and fuel prices. Australia's energy situation has also been commented on by the IEA,

> Australia does not have public stocks, nor is there any minimum stockholding requirement imposed on oil companies operating in the country. The Australian government relies on the normal stockholding practices of the domestic oil industry to meet its 90-day net import obligations as a member of the IEA.²⁹

Normal industry practices are based on just-in-time delivery.

Our concern is the way different actors frame the energy issue separately from, instead of as part of, the complex adaptive system. We suggest that specific interest groups such as energy owners, producers, retailers, government institutions and specialist user groups, for example, motorist associations, frame the issue of energy in a particular way. They do not necessarily present issues associated with energy, its security and resilience, as part of a wider complex system of which Australia and its civil society are part. What appears to be lacking is the public voice of civil society in the energy debate.

We suggest that the energy situation has been framed from a retrospective viewpoint and it is not necessarily as robust as portrayed, nor are its potential future vulnerabilities being adequately addressed. Similar to the recent reports about climate change, we suggest we cannot rely on the past to forecast the future.

The global system to which Australia belongs is one of dynamic change and it is influenced by a number of factors and actors. The pace of change can be variable; it can occur at a slow and less obvious tempo (like the slowly boiling frog that does not realise until too late that it is literally in boiling water and in peril), or change can occur at short notice, or rapidly. For example, directional drilling and hydraulic fracturing known as ‘fracking’ have had a significant impact on international energy supply and demand. In particular it has led to an increase in US oil production. According to the Energy Information Administration, US oil production expanded by a record 790,000 barrels a day last year.³⁰

Dynamic change can also be influenced by seemingly unrelated or distant actions. For example, the financial and trade systems underpin all energy

Energy and Food Security: Is Australia Fragile or Resilient?

Supply chains and in turn those systems are influenced by the energy system. Current and future conflict in the Middle East could exacerbate the global financial situation and global energy security. Economic sanctions on Iran have already taken their toll. As reported by the US Energy Information Administration, crude oil production in Iran has fallen about 700,000 barrels per day since 2012, and exports have dropped even more dramatically, costing Iran about US $3 billion to $5 billion in revenue. Economic sanctions on Iran have already taken their toll. As reported by the US Energy Information Administration, crude oil production in Iran has fallen about 700,000 barrels per day since 2012, and exports have dropped even more dramatically, costing Iran about US $3 billion to $5 billion in revenue.31 Saudi Arabia is experiencing a domestic oil demand which has the potential to threaten its export revenues and OPEC’s World Oil Outlook anticipates a decline in global demand for its oil to 2016 with production falling by 29.7 million barrels per day. Disruption to the energy supply chain, particularly of petroleum, would mean that Australia would need to compete with other nation-states for access to the same limited pool of available petroleum.

However, the issue is not just about oil rigs, tankers, pipelines and supply chains. Australia’s food production, processing and distribution are dependent on petroleum. Dunlop notes that every person’s food contains the distillate of sixty-six barrels of oil a year and we ‘eat’ 4.1 litres of diesel each day. Given the vast distances and transportation requirements in Australia, it could be argued that a protracted energy crisis could lead to a food crisis.

Food

How resilient is Australian agricultural production? Could we see food security ever becoming an issue in Australia? How are the relevant issues being framed by actors? As with energy, the salient facts would, at face value, lead to few grounds for concern. Australia is a major exporter of food, both processed and unprocessed: in 2012, admittedly a year of good seasons, exports of rural products (excluding wool) amounted to $33.2 billion. In the same period, imports totalled $9.1 billion. While the volume of food imports can be expected to continue to rise (especially if the Australian dollar continues at the high levels of 2012-13), Australia will clearly remain a net exporter of food. With intense competition pressure applied to the sector, there has been considerable re-structuring in agricultural production since the mid-1980s. During this period, key

‘traditional’ sectors such as grains have become even more export-oriented. There have also been changes in the composition of Australian food exports. Wine, for example, totalled almost $3 billion in 2012, up from negligible levels in 1974-75.

However, when considered from the point of view of inter-dependencies across systems, Australian food security appears more problematic. Natural disasters (such as bushfires or floods, or human or animal pandemics) pose obvious threats to food supply chains. With increasing concentration of production, most foods are transported internally across huge distances—the ‘carbon footprint’ of Australian food production is large. There is an obvious link with energy security. Logistical cycles are very short. As Blackburn’s work has shown, in the event of an interruption in fuel supplies, stockholdings of chilled and frozen goods would be at seven days, and dry goods at nine days.

Other types of problem are emergent in character. The availability of water is an obvious and continuing concern, particularly in view of the probable impacts of climate change on a fragile ecology. Although we know that production adapts and changes after periods of drought, the resilience of systems such as the Murray-Darling Basin—despite extensive policy attention—must continue to be in doubt.

It is, however, on the social front that Australian agriculture appears to be struggling. Productivity growth has been enhanced by the substitution of capital for labour, associated with increases in the minimum viable farm size. However, over many years, this has meant a continuing attrition in the numbers employed in the sector and in turn, relentless pressure on farm families. In 1986, there were just over 250,000 farmers on the land in Australia. By 2001, that number had reduced to 180,000 with a projected further decline to 120,000 by 2030. While some sectors, such as grain production, expanded both production and productivity between 1993-94 and 2002-03, others, particularly horticulture, presented a more static picture. Vegetable production, for example, contracted slightly in volume terms over the 1993-94 to 2002-03 period. Only one horticultural sector of any size, the production of wine-grapes, has shown significant expansion. A declining agricultural workforce (in terms of overall numbers) has aged rapidly. In
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2012, the median farmer age was fifty-three years, by far the oldest of any economic sector. Barr describes an “exodus of the young” from farming in the period from 1976 to 2004. Few farm families are able to make ends meet without outside employment in nearby towns and centres. Tertiary enrolments in agricultural science have been in decline since the mid-1990s. Despite these facts, the continuity of agriculture is taken for granted in the Australian psyche. Unlike many other countries, apart from hardship relief, little policy emphasis is placed on the maintenance of rural activity, or lifestyles. With few families on the land, communities shrink or die.

Adding to these difficulties, climate change and increasing seasonal variability expose Australian farmers to heightened levels of risk, particularly for cropping industries in low-rainfall areas. If they occur, reduced rainfall and increasing temperatures will have their major negative impacts on the ‘Mediterranean’ regions of Australia (south-west Western Australia, the Eyre Peninsula, the Riverland area of South Australia and the irrigation areas of northern Victoria and southern New South Wales). However, even within particular regions, impacts will be highly variable, making the tasks of adaptation difficult to predict and even more difficult to coordinate.

Australian agriculture may be well-placed to take advantage of anticipated rises in world prices. However, meeting world food demands without over-exploiting the land is a different matter, entailing considerable risk. Moreover, the profits from this expansion will, increasingly, go overseas as Australian agribusinesses are bought out by foreign-owned firms. While overseas capital has been vital to the development of rural Australia, the question arises: is an increasingly foreign-owned sector more or less resilient than one where control lies in Australian hands? Certainly, the tying of production to particular markets (for example through foreign direct investment from the United Kingdom) has historically been a source of vulnerability. Strategic investment by Chinese companies into the Australian farm sector carries these kinds of relationship into uncharted territory.
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Food Sector Actors

Broadly speaking, farmer organisations (such as the National Farmers’ Federation) have been economic rationalist in outlook. The National Party, too, despite its origins as a collectivist, agrarian party has embraced the policy agenda of free trade and market dominance. Industry supports to farming at both state and federal levels have been progressively dismantled since the 1980s. Largely urban-based environmental groups have had a profound impact upon the way in which Australia’s productive systems are perceived, particularly those dependent upon irrigation. While farmers protested successfully against initial versions of the Murray-Darling Basin plan, they have been less successful in opposing foreign takeovers of Australian agribusiness. The ‘wall of sound’ emanating from the mainstream (largely foreign-owned) media frames the issue as one of market inevitability. According to this view, those opposing any form of foreign direct investment should desist, lest overseas capital be scared away. As Australian production continues to be restructured along the contours prescribed by owners of capital largely based elsewhere, there are many grounds for concern. Where, in the long term, will food produced in Australia end up? What is the future of Australian agriculture as a basis for the continuing vitality of rural and regional communities? A dwindling agricultural workforce, fragmentation and privatisation of state-based agricultural extension and development services and a diminishing number of young people wanting to go on the land, is hardly a recipe for long-term food security.

Adaptation and the Political System

We have argued for the existence of a number of challenges to Australian resilience in two key sectors: a vulnerability to short-term factors in the case of energy and to long-term factors in the case of food production. Our analysis suggests that these challenges may well exceed existing adaptation capacity—indeed we have identified a number of factors (such as reductions in social capital flowing in part from poorly-framed policies) that we consider may erode that capacity.

We have argued for the primacy of the political system, particularly in a state-centred nation such as Australia, as the main means through which collective responses to challenges to resilience are identified and organised.

50 See, for example, the coverage by The Australian during early October 2013, of the takeover offer by Saputo for Warrnambool Cheese, and the offer by the American firm ADM for GrainCorp.
A number of factors suggest grounds for concern on this front. While organisations representing civil society are significant, they are themselves increasingly incorporated into the state through service-delivery arrangements and other forms of co-option. Adaptation relies heavily on the responsiveness of governance to the needs and wishes of citizens. But it also requires a willingness to take the tough decisions when these are needed. While we see heartening instances of policy responding to both these criteria (for example in the complex negotiations and decisions that have characterised the evolution of policy for the Murray-Darling Basin), a political system based on adversarial, party-based politics may fail in both representativeness (due to declining party membership) and toughness (due to a preoccupation by political leaders with short-term electoral advantage). The rise of minority, right-wing parties evident in Senate voting patterns in the 2013 Federal election suggests the disaffection of many voters with the traditional parties (the Liberal and National Parties and the Australian Labor Party). Voter turnout has been declining for some years, and according to recent Australian Electoral Commission data informal voting (including some indicators of deliberate informal voting) has been on the increase. Whether, on balance, these developments mean the political system is evolving in healthy directions, or not, remains to be seen.

**Conclusion**

We contend that the concept of a fragile state in not limited to economic indicators or to poor and desperate states. There are vulnerabilities in Australia that have the potential to act as triggers or which could tip towards greater vulnerability and fragility, and to less stability and less resilience. Such a situation would have a negative effect on civil society and the nation-state, particularly if sustained over a long period of time. When we think about Australia as part of an interconnected system, there are several vulnerabilities which become more real when we conceive them as potential security risks. Australia’s energy and food are not traditionally framed as security risks, but they intersect and they have the potential to be tipping points towards increased fragility. In the current policy structure, food and energy have been framed separately and from a predominantly economic framework, rather than as integral components of a complex adaptive system which includes but is not dominated by economic considerations. As such, there is a degree of policy blindness to future vulnerabilities and potential fragilities. Low probability, high impact issues can have
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unexpected consequences which could have a severe and negative impact on civil society.

It is our contention that by reframing Australia’s food and energy systems through an analytical framework of complex systems thinking, adaptive capacity and resilience offers a way forward to see connections and relevant issues. Drawing on the points made at the beginning of this paper about resilience and applying them to food and energy security as part of a system, it is possible for that system to have the ability to adapt to shocks while retaining its internal structure, function, feedbacks and therefore its identity. Having a resilient system offers a way to adapt and to transform for the future to deal with those unexpected consequences so that we are sufficiently resilient in the future.
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The India-Australia Security and Defence Relationship: Developments, Constraints and Prospects

David Brewster

In coming years, India is likely to become one of Australia’s most important partners in the region. This article explores how the security and defence relationship has developed in recent times. It discusses challenges in the relationship before exploring potential areas for enhanced security and defence cooperation. It argues that if Australia wishes to be successful in its objectives of promoting greater cooperation with India, it will need to move in a consistent and sustained manner with a time horizon considerably longer than it is generally used to. In some cases, Australia may also need to move past any immediate expectations of the reciprocity that would be expected in developing security partnerships with most countries.

In coming years, India is likely to become one of Australia’s most important partners in the region. The rise of India will make it one of Australia’s most important economic relationships and a key diplomatic collaborator. There are also growing expectations that India will take greater responsibility for regional security.

While they share many institutions and values, India and Australia have long operated in largely separate strategic spheres. But these spheres are converging. The two countries now share many security concerns, including the growing impact of China on the strategic environment. Australia has recognised India as an important new strategic partner. India too is beginning to see Australia as one of several new security partners in the Indo-Pacific.

Part 1 of this article provides an overview of recent developments in the relationship and the challenges faced in developing a security and defence partnership. Part 2 then explores in detail the many potential areas for enhanced cooperation between them, while Part 3 includes observations on prospects for the relationship.¹ The article concludes that if Australia wishes to enhance its security and defence relationship with India, it must be prepared to act outside its comfort zone. In many ways, India represents a sui generis case in Australia’s regional relationships, certainly in the degree

¹ Much of this article is based on confidential interviews conducted by the author in 2013 with serving and retired military officers, diplomats, government officials, corporate executives and analysts in India and Australia.
of caution it exhibits in relation to security and defence cooperation with other countries. This represents a considerable challenge for Australia in developing an effective model for engagement with India. Policy-makers must accept that Australia will need to move in a consistent and sustained manner with India, with a time horizon considerably longer than it is generally used to.

1. Developments in the Strategic Relationship—and Challenges

For most of their history as independent states the political and strategic relationship between India and Australia has not been close: bilateral relations have often been characterised by long periods of indifference interspersed with occasional political irritations. During the Cold War and for some time after, India was preoccupied with its immediate security problems in South Asia, while Australia traditionally focused on security concerns in East Asia and the Pacific. Australia rarely figured in New Delhi’s security calculations except as a US stooge. Canberra considered India as difficult to deal with, anti-American, and too close to the Soviets.\(^2\)

But Australia and India’s spheres of strategic interest are now converging and their strategic interests are coming into much greater alignment. The emergence of both China and India as major powers with strategic interests across the Indo-Pacific is bringing India and Australia closer together and forcing them to engage on security and defence issues much more than ever before. Two factors, in particular, have been important in overcoming previous constraints on the relationship. The first is India’s limited strategic rapprochement with the United States over the last decade or so. The distance of the India-US relationship had previously caused both India and Australia to look at each other with faint suspicion. This roadblock is now much diminished. The second is shared concerns about the rise of China, although as will be discussed later, India and Australia hold mildly different perspectives on the issue. But, importantly, certainly from Canberra’s perspective, the US and China factors should not be seen as overshadowing the many other reasons for the closer bilateral engagement between Australia and India.

Over the last decade or so, Australia has pursued the relationship with considerable enthusiasm. This has led to a series of bilateral agreements that provide a formal basis for cooperation on security and defence-related matters. This included a Joint Declaration on Security Cooperation in 2009. This established a framework for further cooperation in security matters and provides for the formalisation of regular consultations and dialogues between foreign ministers, military and diplomatic representatives, and joint working

\(^2\) For a history of the strategic relationship, see David Brewster, *India as an Asia Pacific Power* (London: Routledge, 2012).
groups on maritime security operations and counter-terrorism and immigration.\(^3\) India has made analogous declarations only with the United States and Japan.

Over the last decade or so, regular bilateral dialogues have significantly expanded opportunities for engagement on security and defence. These include annual meetings of Australian and Indian Foreign Ministers, regular meetings of Defence Ministers, annual Defence Policy Talks at senior official level, regular visits of Service Chiefs and regular staff talks between senior officers of the three services. But these dialogues, as important as they are, have so far yielded few concrete results. Many observers do not consider that they yet have a great deal of substance and engagement at an operational or tactical level remains extremely thin. Indeed, despite much rhetoric, the road towards a closer security partnership is likely to be a slow and frustrating one for its proponents.

To a considerable extent this reflects differences in historical experience and cultures of India and Australia. While these differences have been narrowing in recent years, they continue to have significant effect on the dynamics of the relationship and will likely continue to do so for many years to come. Some of these challenges include differences in strategic traditions; differences in decision-making processes; and perspectives on China and Pakistan.

**DIFFERENCES IN STRATEGIC TRADITIONS**

Through their history as independent states, India and Australia have developed different strategic traditions and attitudes towards security cooperation, and this remains a significant issue in their engagement today. In short, Australia sees security alignments and cooperation as an important means of *enhancing* its influence while many in New Delhi effective see cooperation as *reducing* India’s influence and inconsistent with a national objective of achieving ‘strategic autonomy’. This objective is often seen as being closely linked with India’s aspirations to become a great power. Though rarely defined, it has a strong resonance in Indian strategic thinking, just as the idea of ‘non-alignment’ was an ideological touchstone during the Cold War. This differs significantly from Australia’s strategic view of the world. Indeed, strategic autonomy should be seen as part of India’s ‘national DNA’, just as strategic collaboration is part of Australia’s.

The idea of strategic autonomy leads many among the Indian elite to have strong instincts against security cooperation with other states, except under the clear banner of the United Nations. For many, security cooperation, particularly on operational matters, carries the taint that India’s strategic

autonomy will be undermined. These concerns are intensified in relation to the United States, which many in Delhi still see as having hidden motives with respect to India. For this reason, Australia has been relatively careful in keeping its defence and security engagement with India on a bilateral basis and not simply trying to piggy-back on the United States.

These suspicions about security cooperation per se tend to be more muted in the Indian Navy. In comparison to the other services and many defence bureaucrats, the Indian Navy has a more international outlook that reflects the global perspectives it inherited from the Royal Navy and the fact that it often operates far from India’s shores, frequently in (informal) cooperation with other navies. Over the last two decades, the Indian Navy has been at the forefront of pushing for cooperation with other regional navies and it takes what initiatives it can within the strictures imposed by the Indian Ministry of Defence (MoD) and the Indian Ministry of External Affairs (MEA).

Some in New Delhi also question whether there is any real need for India to cooperate with others, believing that India, as a rising power, should be able to ‘go it alone’ in expanding its regional security role as part of an overall objective of achieving strategic autonomy. Why should India tie itself down in engagements with other powers? As one mid-ranking Indian naval officer commented, “Why would a growing power like India want to cooperate with a declining power like Australia?” This is compounded by the view of some in New Delhi (one that is admittedly waning) that Australia is not an ‘independent’ strategic actor due to its relationship with the United States. More sophisticated Indian interlocutors with Australia have a good understanding of the complexities of Australia’s strategic perspectives beyond the US alliance, but the US alliance still remains a material factor in Indian thinking about Australia.

**DIFFERENT PERSPECTIVES ON THE ROLE OF DEFENCE RELATIONSHIPS**

Another major challenge in developing the relationship is the very different perspectives on the role and importance of defence relationships as part of foreign policy. Australia sees its defence forces as playing an important foreign policy role. As the 2013 Defence White Paper states: “Australia’s international defence engagement is a critical component of the Government’s approach to managing the strategic transformation occurring in our region.”

For decades Australia has made significant investments in
the development of defence forces of regional partners through defence training and cooperation.\(^6\)

In contrast, India has a narrower view of the role of its armed forces, including the role of defence force relations with other countries. New Delhi does not see the Indian armed forces as being a principal foreign policy actor. The Indian bureaucracy keeps a tight reign over the defence forces, seeing them as fulfilling only a narrow military role, and although many senior Indian military officers see the benefit of greater contact with their foreign counterparts, they face considerable bureaucratic and political constraints.\(^7\) The Indian Defence Minister A. K. Antony has also limited the amount of contact between the Indian and foreign officers, especially with the United States and its allies, apparently from concerns that Indian officers may become tainted by Western perspectives.\(^8\) The Indian Navy has been permitted (or has carved out for itself) a relatively greater measure of freedom in dealing with foreign counterparts—usually on the basis that such interactions take place well out of sight of New Delhi.

But this is not just a bureaucratic issue. Keeping its defence relationships within tight parameters is consistent with India’s policy of ‘poly-alignment’ with many different counterparts. For example, although it has a close security relationship with Israel in defence technology and intelligence, India keeps the relationship within certain bounds to allow it to continue to have friendly relations with Iran and other countries in West Asia.

These differences in perspectives of the role of defence forces in foreign relations are reflected in the differences in resources committed to foreign liaison. Despite India’s huge military establishment, the Defence Protocol and Foreign Liaison Division, the defence diplomacy group within the Indian MoD, is staffed with merely half a dozen officers. In contrast, Australia’s main defence diplomacy group, the International Policy Division of the Australian Department of Defence (DoD), has a staff of around fifty, which is in addition to the foreign liaison groups operated by the individual armed services. As a result, the Indian MoD is often overwhelmed by requests from many states wishing to interact with India, many of whom are of more immediate importance to New Delhi than Australia.

---


\(^8\) Sandeep Unnithan, ‘Lone Dissenter; Antony Reins in Military Ties with the US and Emerges as the Lone Dissenter in the Government’, *India Today*, 18 April 2011.
**DECISION-MAKING PROCESSES**

One of the biggest causes of frustration for those tasked with developing the relationship is the differences in political and bureaucratic decision-making processes and style.

As noted above, the Australian armed forces have quite a deal of latitude in engaging with foreign counterparts as a way of encouraging cooperation and extending Australia’s influence. In contrast, the Indian armed forces operate under the tight control of the civilian bureaucracy in the MoD. On top of this is the additional requirement that the Indian MoD itself must also obtain clearance from the Indian MEA for its foreign liaison activities (for example, in arranging foreign visits by senior officers), which places yet another level of bureaucratic constraints on India’s activities.

Australian interlocutors report considerable frustrations in dealing with the Indian bureaucracy which often springs from differences in the way they work. The implementation of initiatives believed to have been previously agreed are frequently blocked or delayed by the Indian bureaucracy for no discernible reason. These reports are by no means specific to Australia and are consistent with the experiences of many foreigners in dealing with New Delhi. Indian bureaucracy also has a strong tendency towards inertia, being sprinkled with power centres that have power to veto initiatives but little incentive to approve them. Indian bureaucratic decision-making in general also tends to be *ad hoc*, with only broad guidelines set by the political leadership, giving bureaucrats considerable scope to implement (or not) decisions. This gives bureaucrat decision-makers considerable power to prevent the implementation of initiatives even when they have received in-principle approval at the political level. However, it is equally true that the latitude allowed to Indian bureaucrats means that they can sometimes move fast to implement measures they approve of. Interlocutors require the skill (or luck) to encounter the latter and not the former.

Australian policy-makers and officials have decades of experience of dealing with their counterparts in East Asia and have become more culturally acclimatised to developing security relationships in that region. But they clearly are still learning how to work around the Indian bureaucratic system—including how to make contact with the bureaucracy at the right level. As one senior Indian naval officer commented, one must engage at a level where a bureaucrat will have time and interest in the relevant matter. It is not a question of trying to go as high as possible in the hierarchy, because if you try to engage at too high a level “you will get jammed”.

On top of these bureaucratic differences, there is a basic difference in how foreign policy is formed. In general, the Indian foreign policy decision-making process is highly reactive, and Delhi often only takes action in the face of a crisis—and there is simply no immediate security crisis that requires cooperation between India and Australia.
Mutual concerns about China are also an important factor in the relationship, although differences in perceptions can sometimes cause problems. China is a major factor in India’s strategic calculations, including numerous claims about China’s so-called ‘String of Pearls’ strategy to develop a naval presence in the Indian Ocean. Decision-makers in New Delhi may not wholly believe these claims, but they do reflect a visceral concern that China wants to restrict India’s freedom of action in the Indian Ocean. In contrast, Australian analysts tend to be more understanding of China’s interests in protecting its trading routes in the Indian Ocean and treat claims about Strings of Pearls with a degree of scepticism.\(^9\)

Despite these differences, there can be little doubt that China plays an important role in the India-Australia relationship. Among other things, both India and Australia want to be in a position to signal to China that they have options in terms of forming regional security partnerships if China becomes overly assertive in the Indian Ocean or Southeast Asia. As one former Indian diplomat put it: “What can India and Australia do together that will send the right signals to China?”

There are also differences in perspectives towards Pakistan, although these are currently being managed reasonably well. In the years after the Cold War, there was talk of other states ‘de-hyphenating’ or ‘de-linking’ their relationships with India and Pakistan. In fact, over the last decade, Canberra has largely de-linked India and Pakistan in its strategic thinking. Canberra now clearly recognises that India is an important economic and security partner, and a net security provider to the region, while Pakistan is considered by many in Canberra as a significant threat to regional stability and a potential failed state.

Nevertheless, despite the ‘de-hyphenation’ Australia’s relationship with Pakistan could still be somewhat of a drag on the relationship with India. Australia has a security relationship with Pakistan dating back to the Cold War. Australia’s military presence in Afghanistan and its focus on counterterrorism in recent years has caused the engagement to grow further, and Australia now provides considerable assistance in training of the Pakistan army. However, Canberra may come to the view that the drawdown of Australia’s military commitment in Afghanistan provides an opportunity to downgrade its defence engagement with Pakistan.
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9 See, for example, Andrew Selth, Chinese Military Bases in Burma: The Explosion of a Myth, Regional Outlook Paper No. 10 (Brisbane: Griffith University, 2007).
2. Opportunities for Security and Defence Cooperation

Although there are considerable challenges in developing the relationship these are more than offset by the possible opportunities. This section examines potential areas for enhanced cooperation between India and Australia, such as:

- security dialogues;
- cooperation in Indian Ocean regional institutions;
- cooperation in other international groupings;
- people-to-people contacts;
- naval exercises and training;
- humanitarian and disaster relief/search and rescue;
- maritime piracy;
- maritime border protection and maritime domain awareness;
- cooperation between other military services;
- defence technology cooperation; and
- Antarctic research.

While there are many potential opportunities, Australia needs to act strategically in proposing areas of cooperation that fit well with India’s strategic perspectives and traditions and do not push political hot buttons. Australia should not simply try to replicate defence engagement programs that it has used with other neighbours.

SECURITY DIALOGUES

As previously discussed, over the last few years Australia and India have established a number of regular bilateral security dialogues or engagements. Even if these are frequently more form than substance, they represent a big step forward compared with the previous level of engagement. Canberra’s current approach is to regularise these engagements and avoid pushing too hard to give them substance. It is assumed that they will gain more substance over time as a relationship of trust is developed, although some observers still have their doubts about this.

One priority for Australia should be to expand these dialogues to include other partners. An important missed opportunity in this respect was the so-called Quadrilateral Security Dialogue among Japan, the United States, India
and Australia which was proposed by Japan in 2007. However, although Australia participated in some initial consultations, it later publicly backed away from the proposal, causing considerable damage to Australia’s credibility in New Delhi. Although India too backed away from the Quadrilateral, it was the manner in which Australia acted that caused lasting damage to its reputation. India now participates in a Trilateral Security Dialogue with the United States and Japan at the sub-secretary level. The establishment of an analogous dialogue involving India, Australia, and the United States would represent a significant step forward in the relationship. Although New Delhi has resisted Australian proposals to establish such a dialogue, this view may change after the forthcoming Indian general elections.

Both Australia and India also see considerable benefit in working together to draw Indonesia into greater diplomatic and security cooperation in the region. India, Australia, and Indonesia are the past, current, and incoming chairs of the Indian Ocean Rim Association (IORA), while Australia and Indonesia are respectively the current and incoming chairs of Indian Ocean Naval Symposium (IONS). This creates practical opportunities for more dialogue among this ‘troika’. In September 2013, the first track 2 Trilateral Indian Ocean Dialogue among India-Australia-Indonesia was held in New Delhi and there are plans for further such dialogues in 2014. Regular dialogues would represent an important acknowledgement by the three countries of their common interests in regional security.

**COOPERATION WITHIN INDIAN OCEAN REGIONAL INSTITUTIONS**

Unlike East Asia, where an alphabet soup of institutions provides numerous forums for dialogue and cooperation, the Indian Ocean region is thin on pan-regional groupings. This reflects the great diversity of states within the region and, indeed, the lack of any real understanding that the Indian Ocean constitutes a region at all.

The two pan-Indian Ocean groupings of any significance are IORA and IONS, the latter of which is a forum for interaction between regional navies based on the model of the Western Pacific Naval Symposium. While these groupings are likely to provide only limited scope for region-wide cooperation, they are both becoming useful loci of bilateral cooperation between India and Australia.

IORA was established in 1997 with the principal aim of promoting regional trade, but has had few concrete achievements since that time. Over the last few years, Australia and India have both attempted to revive interest in the grouping. Australia assumed the chair from India in November 2013. In 2011, India and Australia worked together to bring maritime security-related issues onto IORA’s agenda for the first time. Despite these developments, it
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10 Previously called the Indian Ocean Rim—Association for Regional Cooperation (IOR-ARC).
is unlikely that IORA will become a significant actor in regional security any time soon. Its role is likely to be limited to a useful talk-shop for littoral states on ‘soft’ maritime security issues, although that in itself is a major step forward from the current position. IORA could however potentially act as an umbrella grouping to encourage the implementation of security initiatives among members on a sub-regional basis (for example, among India, Australia, and Indonesia in the eastern Indian Ocean).

IONS is the only pan-Indian Ocean grouping of states that has a significant security element. The grouping, which was established in 2008 under the sponsorship of the Indian Navy, involves a biennial meeting of navy chiefs with the objective of encouraging an exchange of perspectives on a relatively informal basis. IONS includes the navies of all the littoral states of the Indian Ocean. Although the majority of navies in the Indian Ocean have severely limited capabilities and function as little more than coastguards, IONS still represents a potentially important forum for the exchange of perspectives on maritime security. It also represents a potential platform through which countries like India and Australia can take small steps towards common perspectives on security issues and even on operationalising cooperation on such matters as maritime domain awareness. As the chair of IONS Australia now has an opportunity to breathe more life into the grouping, particularly in encouraging greater cooperation between Australia, India, and ASEAN states.

**COOPERATION IN OTHER INTERNATIONAL SECURITY GROUPINGS**

There may also be scope for India-Australia cooperation on security issues at a global level, including within various non-proliferation regimes. These include the Australia Group (a grouping of some forty-one states and international organisations that collaborate to prevent the abuse of dual-use technology and materials for chemical and biological weapons programmes), the Nuclear Supplier Group (suppliers of nuclear materials and technology), the Missile Technology Control Regime (relating to the proliferation of missile technologies) and the Wassenaar Arrangement (aimed at non-proliferation of conventional arms and dual use goods). Australia is chair of the Australia Group and an active member of the other regimes. India is currently not a member of any of these groupings, which represents a significant anomaly in the international arms control system.

In 2010, President Barack Obama signalled US support for bringing India into the various export control regimes. Rory Medcalf of the Lowy Institute argues that Australia’s role in the Australia Group can give it some leverage to assist India. The Australia Group may be a logical place to begin India’s formal entry into the global export control network, because it is not connected to any residual sensitivities about nuclear issues. Given India’s massive chemical industry and the growing biotechnology sector, the absence of India from the export control regime is unsustainable. Australian assistance in the Australia Group could also help to overcome any remaining
misperceptions in New Delhi that Australia does not trust India on non-proliferation. But, as one report noted, building a consensus in favour of Indian membership in any of these regimes will take time.

The participation by India in such groups may also require changes in New Delhi’s attitudes towards such regimes. India has long opposed the international nuclear non-proliferation system, which it argued unfairly discriminated against it. India also opposed other export control regimes based on the argument that they were part of a western policy of denying technology to India and other developing countries. India’s current position, that it should be granted entry into all international export control regimes simultaneously, is likely to significantly delay any progress in this area, particularly in light of the large and varied membership of each of the groupings.

**PEOPLE-TO-PEOPLE CONSULTATIONS AND EXCHANGES**

People-to-people networks will be an extremely important factor in developing the India-Australia security and defence relationship. The development of personal relationships and experiences of policy-makers, military officers, and civilians in the security community can provide sorely-needed glue in the bilateral relationship. It is in Australia’s interests to encourage a better understanding of different strategic perspectives and political and bureaucratic processes, which are important drivers in what India does (or more frequently does not do) in its security relations.

Both the Indian and Australian armed forces (and in particular the navies) would, as a matter of principle, likely welcome initiatives that give greater access to training opportunities with their counterparts. However, creating such opportunities will require overcoming bureaucratic inertia, especially on the Indian side. As discussed, India allocates considerably less resources to defence cooperation than Australia, and it is overwhelmed by suitors that wish to engage with it.

There are currently regular exchanges of mid-level and senior officers between Indian and Australian military colleges. India offers one position each year for a mid-level Australian officer at its Defence Services Staff College, and most years it also offers one position for a senior Australian officer at the National Defence College (which is relatively significant given that only four positions are offered annually to western countries).

Currently, two positions are offered annually to Indian officers at the Australian Defence College (ADC): one at the Australian Command and
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Staff College (out of forty-five positions for foreign officers) and one at the Centre for Defence and Strategic Studies (out of twenty-three positions offered to foreigners). However, there are no Indian officer cadets attending the Australian Defence Force Academy (ADFA) (out of approximately forty foreign cadets). There are also no Indian instructors at the ADC or ADFA (out of around ten foreign instructors currently at those institutions). There is clearly significant room to expand the Indian presence at Australian military training institutions, but probably less scope in practice for the placement of more Australian officers at Indian institutions. Person-to-person contacts can also be encouraged through exchanges of technical instructors or the provision of small training teams.

Importantly, the building of personal relationships must occur on both the military and civilian sides in the security community. This can include exchanges of civilian analysts and commentators between quality civilian think tanks and academic institutions focusing on security-related issues. The objective would be to promote public discussion and analysis of the relationship as part of the policy-making process.

NAVAL EXERCISES AND TRAINING

The principal point of contact between the Indian and Australian armed forces is between the navies. This reflects their shared interests in maritime security in the Indian Ocean, as well as the physical fact that navies commonly operate far from their home territories, frequently in contact with other navies. The Indian Navy has been the most active of any of the Indian armed services in pursuing defence diplomacy throughout the Indo-Pacific region. It currently conducts regular exercises with the navies of the United States, United Kingdom, France, Russia, Singapore, South Africa, and Brazil, but not with the Royal Australian Navy.

In many ways, military exercises are the ‘pointy end’ of defence cooperation. They provide an important forum for militaries to interact, learn from each other, and develop inter-operability, but they are also an important symbol of a broader strategic relationship.

Currently, the RAN and the Indian Navy conduct irregular passing exercises (or ‘PASSEXes’), mostly while Australian ships are on passage to and from deployment to the Persian Gulf. Repeated requests by Australia for regular bilateral exercises have met with bureaucratic resistance in New Delhi, but during the June 2013 visit of Indian Defence Minister A. K. Antony to Australia, bilateral maritime exercises beginning in 2015 were announced.

The ability of the Indian Navy to engage in regular exercises with other navies is constrained by the Indian MoD, which has an unofficial policy against the Indian Navy’s participation in multilateral exercises. This policy arose following Exercise Malabar 07, when the annual India-US naval exercises were expanded to include vessels from Australia, Japan, and
Singapore. The exercise caused significant political backlash from Indian nationalists and leftists, who claimed that it signified a military alliance with the United States and/or a containment policy against China. The avoidance of multilateral exercises means that the Indian Navy is stretched by the number of bilateral exercises it undertakes.

**PASSEXes:** Australia can certainly give more attention to the opportunities for PASSEXes, which have less impact on the Indian Navy’s resources. PASSEXes—perhaps even including multiple vessels—represent a politically non-controversial way of increasing the frequency of interactions between Australian and Indian vessels. One senior serving Indian flag officer remarked that the RAN may not be taking full advantage of opportunities for more substantial PASSEXes while on passage to and from the Persian Gulf area. There was a perception that the RAN may be more interested in R&R or in getting home, than in exercising with the Indian Navy. However, it is more likely that the RAN vessels were time-constrained by their scheduled dates of return to Australia which are very difficult to change. Pushing for extended PASSEXes will therefore require a political decision in Canberra to reduce deployment time in the Persian Gulf area and spend more time in transit, including in visits to India.

**Regular bilateral naval exercises:** In June 2013, the Indian Defence Minister agreed to commence regular bilateral naval exercises by 2015. Holding such exercises alternatively in the Bay of Bengal and off Fremantle would facilitate the inclusion of an Anti-Submarine Warfare element in the exercises, which may be attractive to the Indian Navy. A possible alternative could be to hold exercises out of India’s Andaman Islands, which may permit the Indian Navy to commit greater resources while also fitting with the RAN’s regular visits to Singapore and Malaysia. It would also underline India’s and Australia’s common interests in ensuring freedom of navigation through the Strait of Malacca.

**Multilateral naval exercises:** Although the Indian Navy would, in principle, also welcome the opportunity for multilateral exercises involving the RAN, it may find it difficult to participate in the Australian-hosted Exercise Kakadu. A senior serving Indian flag officer commented that the Indian Navy had previously received in principle approval from the MoD to participate in Kakadu and had made preparations to do so, but at the last moment was blocked by the MoD apparently on the grounds of cost. This may change in coming years. In the longer term there may also be potential for trilateral naval exercises involving India, Australia, and other key Indian Ocean partners such as Indonesia, Singapore or South Africa, focusing on Humanitarian and Disaster Relief (HADR) and/or Search and Rescue (SAR). New Delhi may see the involvement of other non-western states in addition to Australia as easing potential political concerns.
Amphibious capabilities: Amphibious capabilities are currently a major focus for both India and Australia and could potentially provide an important area of specialisation in the India-Australia defence relationship. In the longer term, amphibious exercises focused on HADR and Non-combatant Evacuation Operations (NEOs) could become a focus in the naval relationship, as well as potentially creating opportunities for enhanced interaction between the respective armies and air forces.

Submarine escape training: Submarine escape training presents another opportunity. The RAN’s Submarine Escape Training facility in Fremantle is one of only a handful of such facilities in the world. Australia has recently agreed to give the Indonesian Navy access to the facility and the RAN could also offer use of the facility to the Indian Navy. This would be an opportunity to develop closer ties between the Indian and Australian submarine forces, which are the largest and most advanced among Indian Ocean states.

HUMANITARIAN AND DISASTER RELIEF/SEARCH AND RESCUE
HADR and SAR operations are likely to play an ever more important part in naval operations, both as a response to domestic political expectations and as a function of soft power. As discussed below, many saw the Indian Navy’s HADR response to the 2004 Indian Ocean tsunami as a game-changer in its thinking about the importance of amphibious capabilities as has India’s more recent NEO operations in Lebanon and Libya.

HADR and SAR are commonly-cited areas for cooperation between navies and related services without the political controversy in India that often accompanies defence cooperation with western states. While HADR and SAR sit at the ‘soft’ end of the spectrum of security cooperation, they can be useful fields in which to develop personal relationships and inter-operability as well as providing an opportunity to generate significant goodwill.

India’s work with Australia, the United States and Japan in the multilateral naval response effort to the 2004 Tsunami is often seen as a major turning point in Indian understanding of the potential benefits of cooperation with other maritime democracies in the Indo-Pacific. Cooperation between the four navies led directly to the 2007 proposals for a Quadrilateral Security Dialogue, discussed above. The episode was an important lesson in the potentially broader strategic consequences of cooperation in HADR.

There is potential for Australia, India and other Indian Ocean partners to work together in a number of ways. Australia and Indonesia have established a joint Facility for Disaster Reduction (AIFDR) and there is potential for India to be included in similar arrangements. India and Australia could also sponsor the development of a system for responding to natural disasters in the Indian Ocean region similar to the FRANZ trilateral
cooperation arrangement in the South Pacific. Under the FRANZ arrangement, Australia, France, and New Zealand exchange information to ensure the best use of their assets and other resources for relief operations after cyclones and other natural disasters. The arrangement also provides for disaster relief coordination engaging aid and defence elements from all three countries. Overall, cooperation between India and Australia in disaster relief could yield considerable benefits for relatively little cost.

**MARITIME PIRACY**

In coming years, India and Australia will be expected to shoulder an increasing burden of responsibilities for Indian Ocean maritime security in relation to non-state actors. This includes responding to piracy, maritime terrorism, smuggling, people trafficking, and illegal fishing.

Piracy in and around the Strait of Malacca was previously a matter of concern but this is now much reduced. Concerns about piracy have largely shifted to the western Indian Ocean. Australia contributes to international efforts to fight piracy and maritime terrorism in the northwest Indian Ocean through participation in the Combined Military Forces in Combined Task Forces 150 and 151 and India undertakes anti-piracy operations in the region by itself. While there may be potential for the RAN and Indian Navy to coordinate their efforts in the northeast Indian Ocean, the Indian Navy appears to be content with its current efforts and sees no pressing need to change them. In any event, incidents of piracy in the northwest Indian Ocean have dropped considerably in recent times and feelings of ‘crisis’ have receded.

A more ambitious initiative could involve the promotion of a Memorandum of Understanding on Piracy among Indian Ocean littoral states and other interested states to set out agreed zones of responsibility in relation to piracy. This might make anti-piracy efforts more efficient, but would probably require a significant political commitment from New Delhi.

**MARITIME BORDER PROTECTION AND MARITIME DOMAIN AWARENESS**

The protection of India’s maritime borders from terrorists and other illegal arrivals has become a major Indian security concern in recent years, particularly since the 2008 terrorist attacks in Mumbai when Pakistani-based terrorists infiltrated the city from the sea. Maritime border protection has also become a major security focus for Australia.

The distances across the Indian Ocean makes tracking of vessels and aircraft (both military and civil) in this space a very difficult task and currently
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beyond the resources of any single country. This makes maritime domain awareness a ripe area for cooperation and an opportunity to build ongoing relationships between the services. India has made major investments in its maritime intelligence, surveillance, and reconnaissance (ISR) capabilities, in recent years. Australia already has considerable maritime ISR capabilities throughout the eastern Indian Ocean in areas that abut or overlap with areas of strategic interest to India, including operating AP-3C Orion aircraft through Malaysia’s Butterworth Air Base. In coming years, both India and Australia will acquire Boeing P-8 maritime aircraft as the backbone of their maritime ISR capabilities; both are also considering acquiring Global Hawk UAVs or their maritime equivalents. These common platforms and sensors may create opportunities for cooperation in training and maintenance.

The Indian Navy has expressed interest in working with Australia in shipping identification including the Australian Maritime Identification System. While both India and Australia already have access to shared information about so-called ‘white’ shipping (merchant vessels), it would be a significant step to extend information-sharing arrangements to so-called ‘grey’ or ‘red’ shipping. There are also opportunities for cooperation between India, Australia and key security partners in Southeast Asia (such as Indonesia, Singapore, and Malaysia) in enhancing maritime domain awareness in the eastern Indian Ocean, the Indonesian archipelago, and the South China Sea. It has, for example, been suggested that India and Australia could jointly sponsor a regional maritime domain partnership, which would involve collaboration with Southeast Asian states in intelligence sharing, maritime domain awareness and coordinated patrolling.  

### COOPERATION BETWEEN OTHER MILITARY SERVICES

The potential for cooperation between the Indian and Australian air forces and armies are somewhat more limited than in the maritime space, although opportunities do exist.

For much of their history, the Indian Air Force (IAF) and RAAF used quite different equipment which, apart from political factors, has reduced the scope for cooperation. However, many common platforms are now being operated or are in the process of being acquired by the IAF and RAAF. This currently includes Hawk trainers (which are manufactured under licence in India), C-17 Globemaster and C-130 Hercules transport aircraft, and will soon also include P-8 Poseidon aircraft, A330 multi role tanker transports, and CH-47F Chinook heavy lift helicopters. These common platforms provide opportunities for shared training, maintenance, and in the longer term, even exercises. According to one Australian observer, Australia’s and India’s interests in operating common air force platforms might place the relationship on a different footing compared with some other defence
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partners of India, who are sometimes seen as using cooperation as a way of showcasing potential equipment sales to India. Australia has no vested interests in this respect.

For its part, the RAAF sees considerable benefits from greater interaction with the IAF, including gaining the benefit of the IAF’s perspectives on doctrine, war fighting and the operation of common platforms. This would provide the RAAF with access to different ways of thinking as compared with the United States. The RAAF may also be interested in the IAF’s particular experience in areas such as high altitude flying (which the IAF frequently practises in the Himalayas) and flight safety. The RAAF has suggested implementing greater cooperation with the IAF through the establishment of ‘sister’ relationships between squadrons that operate common platforms. This could provide a structure for reciprocal visits and personal relationships.

There is potential for bilateral air exercises in the longer term. The IAF has previously provided observers to Exercise *Pitch Black*, which is Australia’s leading multilateral air force exercise, involving participants such as the United States, Indonesia, Singapore, and Malaysia. In the future, there may be scope to expand the IAF’s role to participate in the International Planning Group element in Exercise *Pitch Black*. Although bilateral exercises are not currently being considered, there may be long-term potential for bilateral exercises in the relatively non-controversial areas of HADR/SAR, with a focus on the shared maritime domain. In addition, given that India’s maritime surveillance capabilities are largely operated through the Indian Naval Air Arm, it may make sense for the RAAF to give greater focus to developing a direct relationship with the Indian Navy.

Opportunities for cooperation between the Indian and Australian armies may be more limited. The two armies are quite different in some ways. The Australian Army is relatively small and largely structured as an expeditionary force, while the Indian Army is a large standing force focused on border defence and internal security. These differences in structure and missions may limit opportunities for exercises. Nevertheless, there may be opportunities for specialised cooperation, for example, in training for high altitude or amphibious operations.

Their shared histories of service can also be celebrated. Australian and Indian soldiers have fought alongside each other in numerous conflicts, including at Gallipoli (1915), in Palestine (1917-18), France (1914-18), North Africa (1940-42), Syria (1941), Malaya/Singapore (1941-42), and elsewhere in Southeast Asia (1941-45). These battle honours are an important reminder of the shared histories and traditions of the Indian and Australian armed forces, which can be a foundation for further cooperation.

A potential focus for army-army cooperation can be the sharing of India’s and Australia’s knowledge and experience in peacekeeping operations.
Both countries have long been contributors to such operations. India has contributed to some forty United Nations (UN) peacekeeping operations with more than 100,000 personnel, making it one of the largest contributors of any country in the world. Australia has contributed to more than 100 peace operations involving some 30,000 personnel. Enhanced cooperation in the training of peacekeepers can be an important opportunity to demonstrate India’s and Australia’s shared commitment to the UN and international stability. It can also be an important opportunity for Australia to learn from India’s expertise in this area, while India might benefit from Australia’s recent experience in stabilisation operations among Pacific island states.

India operates the Centre for United Nations Peacekeeping in New Delhi, which also provides the Secretariat of the International Association of Peacekeeping Training Centres. Australia’s Peacekeeping Operations Training Centre is located in Newcastle. In the past Australia and India have exchanged students and instructors to their peacekeeping training centres on an ad hoc basis. More focused cooperation in peacekeeping training may be possible and in the longer term the potential for bilateral peacekeeping exercises can be explored. India currently conducts peacekeeping exercises with several regional states, while Australia conducts a biennial peacekeeping exercise with Thailand.

DEFENCE TECHNOLOGY COOPERATION

Some see defence technology as a potentially important focus in the relationship. India’s need for defence technology has formed a key part of its relationships with the Soviet Union/Russia, France, Israel, and the United States, and increasingly also regional partners. In 2013, New Delhi announced that it was acquiring at least fifteen US-2 amphibious aircraft from Japan as part of an enhanced strategic partnership with Tokyo. The possibility of getting access to defence technology is something that gets New Delhi’s attention.

But there are also reasons for caution in using defence exports by Australian companies as a means to enhance the bilateral relationship. The most significant is the parlous state of India’s defence procurement system, which is Byzantine, dysfunctional, riddled with corruption, and as a consequence barely functioning. With few exceptions, defence acquisitions involving foreign private suppliers are at a virtual standstill, although major sales made on a government-to-government basis are moving ahead, if slowly. Australian defence suppliers are likely to be extremely hesitant about the risks of trying to do business in the Indian defence sector unless significant changes are made in the Indian defence procurement system. That seems many years away.

But Australian companies may have opportunities that do not necessarily involve exposure to the Indian defence procurement process. In naval shipbuilding, this could include programmes for the joint training of naval
engineers or, for example, exploiting the interests of third parties in the Indian and Australian defence industries. Private shipbuilders such as Pipavav Defence are becoming increasingly prominent in India and they could be potential partners with Australian companies. The huge paramilitary forces maintained by the Indian central and state governments are also major buyers, although this market tends to be keenly priced and unsuitable for high-end high-priced products.

Direct cooperation between the government defence research organisations, India’s Defence Research and Development Organisation (DRDO) and Australia’s Defence Science and Technology Organisation (DSTO) is another opportunity. In theory at least there is considerable scope for cooperation and joint projects between the DRDO and DSTO in shared areas of interest. In recent years, India’s DRDO has entered into technology-sharing agreements with its counterparts in countries such as South Korea and Singapore.

But Australia’s DSTO may not currently consider India as a priority international partner and its current arrangements with key technology partners may constrain its ability to exchange information with the DRDO. The DRDO’s role as both an R&D organisation and a manufacturer is also seen as a cause of potential complications. The caution of the DSTO in engaging with the DRDO may only change as part of a broader government approach of enhanced cooperation with India.

But some observers question the utility of trying to use defence technology cooperation—particularly technology procurement—as a means of developing a closer security relationship. India has, in the past, resisted attempts of several of its defence technology partners (such as the former Soviet Union and currently the United States) to leverage defence sales into a broader defence relationship. A Pentagon study found that senior Indian military officers tend to see defence technology procurement as quite separate from a broader defence relationship and are resistant to allowing equipment acquisitions to be used as a reason for operational cooperation. Experience has also demonstrated that a defence procurement relationship with India, even by major powers, can often be a cause of considerable disputes and political irritations in the bilateral relationship.

For these reasons, although there may be opportunities for defence technology cooperation in certain niche areas, both Canberra and New Delhi may be cautious about trying to focus on this area as a major aspect in developing the relationship.

**COOPERATION IN ANTARCTIC RESEARCH**

A further area of potential cooperation is in Antarctic research. While not directly security related, this area relates to the shared oceanic domain and can potentially create goodwill and a feeling of oceanic partnership. Australia’s efforts in the Antarctic are conducted through the Australian Antarctic Division (AAD) based in Tasmania, while India’s are conducted through the National Centre for Antarctic and Oceanic Research (NCAOR), based in Goa, which reports to the Ministry of Earth Sciences. Both organisations are wholly devoted to scientific research.

Australia has had a permanent presence in the Antarctic since 1954 and now operates four permanent bases. Australia claims more than 40 per cent of the continent as Australian territory. Although India has had a permanent presence since 1984, there has been relatively little interaction between the two countries. India’s Maitri Station is on the other side of the continent from the Australian bases. However, the opening in 2013 of a new Indian base, called Bharati Station, which is some 120 km from Australia’s Davis base, opens considerable opportunities for cooperation in logistics and scientific research.

Currently, all of India’s air logistics to the Antarctic are channelled through South Africa using the Russian-sponsored DROMLAN consortium. This makes sense for the supply of India’s Maitri Station (which is located south of Cape Town), but less so for Bharati Station. Supplies for Bharati are now taken to Maitri Station and then airlifted a further 4,000 km across the middle of Antarctica, including a refuelling stop at a Japanese base.

Bharati could potentially use the Australian logistical supply system operating through Tasmania, which is used to supply Davis Station. Similarly, it may make sense to share maritime supply arrangements. Currently, a vessel chartered by the NCAOR must make a fifty-day triangular run between Cape Town, Maitri Station and Bharati Station, severely restricting its abilities to make deliveries to Bharati. The potential for exchange of scientific personnel between the AAD and NCAOR is also unrealised.

**3. Prospects for a Security and Defence Partnership**

Where does that leave the prospects for security and defence cooperation between India and Australia? Although there are numerous shared interests and opportunities for cooperation, a closer relationship will require sustained political will in both Canberra and New Delhi to overcome the differences in strategic culture and perspective.

Australia recognises India as an important new security partner in the Indo-Pacific, but India is only beginning to see Australia as a useful partner. For India, in some ways, Australia represents a difficult case. India has no direct
security interests in our immediate area and Australia’s close relationship with the United States sometimes creates political unease in New Delhi.

For several reasons, moves towards greater security and defence cooperation will need to be initiated by Australia, which has significantly more focus, resources, and experience in defence cooperation than India. But if Australia wishes to be successful in its objectives of promoting greater cooperation with India, it will have to consider the following:

- Australia must convince India that it can better achieve its strategic objectives in the Indo-Pacific in cooperation with Australia than by acting alone.
- Australia will have to demonstrate that there are practical security problems that must be addressed in a cooperative manner.
- While mutual concerns about China are an important underlying element, China should not be elevated as the moving cause of the relationship.
- Australia will have to move in a consistent and sustained manner with a time horizon considerably longer than it is generally used to.
- Australia must also move past any immediate expectations of the reciprocity that would be expected in developing security partnerships with most countries. India simply does not have the institutional capability to act in a reciprocal manner, as do other countries.

In short, if Australia wishes to enhance its security and defence relationship with India, it must be prepared to act outside its comfort zone. Australia has considerable experience in defence cooperation with the United States and its allies and partners in the Asia Pacific. This has often focused on providing assistance, but the emphasis is now moving towards strategic partnerships. As a recent report on Australia’s defence diplomacy programme commented:

As regional defence forces expand and modernise and we lose our technological advantage, engagement becomes more about strategic partnerships and less about aid and assistance. This requires a significant change in mindset.\(^{15}\)

In many ways, India represents a *sui generis* case in Australia’s regional relationships, certainly in the degree of caution it exhibits in relation to security and defence cooperation with other countries. This represents a

\(^{15}\) Ibid., p. 9.
considerable challenge for Australia in developing an effective model for engagement with India.

*Dr David Brewster is a Visiting Fellow with the Strategic and Defence Studies Centre at the Australian National University, where he specialises in Indian and Indian Ocean strategic affairs. He is the author of numerous articles exploring India’s security relationships throughout the region and his books include India as an Asia Pacific Power and India’s Ocean: The Story of India’s Bid for Regional Leadership. dhbrewster@bigpond.com.*
Acknowledge and Commit, Disagree and Continue: US China Policy for the 21st Century

Guy Roberts

Case study comparison of the China Policies of US Presidents Bill Clinton and George W. Bush can provide insight into how the relationship can be managed in the 21st century. A relationship built on trust and communication creates stability between America and China; trust acknowledges disagreement and reinforces commitment. Breaking agreements, making unreasonable demands, or acting for short term self interest undermines the relationship, reduces opportunity for genuine cooperation, and hampers communication when crises occur. Bush’s management of the relationship was a highpoint of recent US-China interaction, and serves as a blueprint for the 21st century relationship for Australian and American elites.

The growth of China’s economy is such that a recent Australian Treasury Working Paper predicted China’s economy would surpass America’s in less than sixteen years.1 Given that the infrastructure of a modern nation-state’s comprehensive power is ultimately based upon economic rather than military strength, this growth has intensified global concern about instability and conflict in the Asia Pacific region.2 China’s development is seen as a more serious (and less ideological) challenge to American pre-eminence than anything it has previously encountered. Even at the hottest of Cold War moments, the Soviet economy could not hope to muster a challenge to American primacy. However, China is not replaying the Cold War; it has accepted market economics and will outgrow the American economy by exploiting the rules of the international system, not by challenging them.3

Since most great power transitions of the past have been marked by conflict between challenger and hegemon, many observers feel a conflict between China and America will be an inevitable outcome of the new economic
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US-China diplomacy must therefore seek to minimise the potential for such conflict. However, such diplomacy should not mean avoidance of confrontation at all costs. By reviewing case studies of US-China economic management and negotiation, crisis management, leader-to-leader relations and the Taiwan Strait issue during the Clinton and G. W. Bush administrations, this article argues that a successful Sino-American relationship must pragmatically acknowledge that genuine disagreements can arise between America and China. Leaders must confront the fact that interests between them will occasionally and legitimately diverge, as to pretend otherwise undermines genuine dialogue. Acknowledging differences candidly will reduce the chance of misunderstanding, further disagreement or noncooperation in other fields. Elite leaders in America should foster direct, durable relationships with their Chinese counterparts. Such a pragmatic, results-based relationship would most effectively minimise the potential for conflict between America and China in the 21st century. In comparing Clinton and Bush, this article contends that the more effective manager of US-China diplomacy was Bush, and that his China Policy is worthy of emulation as China grows in economic strength and further embeds itself into the international society.  

This article does not contend that Bush was a better manager of the relationship because he was a Republican, nor that Republican Presidents work more effectively with China than Democrat Presidents—an attitude encapsulated by a comment of Bush’s first term Deputy Secretary of State, Richard Armitage:

> China has been known to tell people that they actually prefer, historically, Republican governments … because they’re more predictable, their interests are more well defined, and so China can know what they’re going to do tomorrow as well as what they’re going to do today and they like that.

The basic objectives of American China policy have been bipartisan for decades—regardless of presidential affiliation: to embed the Chinese economy within the current global economic order, to maintain peaceful
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5 This article does not excuse or exonerate President Bush from his foreign policy decisions in other fields; it does not discuss them at all.

6 Richard Armitage, interview with the author, 12 July 2012.
relations, and, ideally, to see the emergence of a non-authoritarian ‘Good China’. Since different administrations have shared the same fundamental objectives, the level of success or failure in US-China relations must be dependent upon presidential technique, not party affiliation. It is the outlook of the President that frames the narrative of the relationship. In this sense, ‘bumper stickers’ have abounded, an effort to encapsulate what different administrations hope the relationship will become. In 2000, President Clinton called China a ‘Strategic Partner’, while Bush, during the election campaign, called it a ‘Strategic Competitor’. Once in office, however, Bush sought to build a “candid, constructive relationship”. Showing different priorities, President Obama’s Secretary of State, Hillary Clinton, asked the Australian Prime Minister Kevin Rudd: “How do you deal toughly with your banker?” Bush’s pursuit of a “candid, constrictive relationship” with China was a genuine blueprint for engagement that led to the “best relations since 1972”. Bush’s approach toward China, although confrontational at times, was distinguished by stability, cooperation and a results-focused diplomacy. Comparing specific examples of US-China relations in the Clinton and Bush administrations highlights the most effective bilateral guidelines for China engagement in the 21st century.

Economic Interaction and Negotiation

During the 1992 election campaign, Clinton had criticised his predecessor, George H. W. Bush (Bush Senior), for his management of US-China relations after the Tiananmen Square Incident. Bush Senior, famed for being his own ‘desk officer’ on China, had felt that maintaining communications with the Chinese leadership was the best way to ensure China would continue to pursue reforms. Contrastingly, Clinton berated Bush Senior for maintaining relations with the “Butchers of Beijing”, and argued “that we should [not] give Most Favoured Nation Status to Chinese
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7 For more on the bipartisan fundamentals of American policy in Asia (which includes stronger ties with America’s regional allies), see individual and collaborative reports by Joseph S. Nye, Clinton’s Assistant Secretary of Defence for International Security Affairs, and Richard Armitage, Bush’s Deputy Secretary of State. See also United States Security Strategy for the East Asia-Pacific Region, US Department of Defense, 1995.
Winning the 1992 election, Clinton declared America would follow a more human rights oriented agenda toward China, and that the extension of Most Favoured Nation Status (MFN) to China would only continue if genuine advances were made in China’s respect for human rights. Clinton’s 28 May 1993 Executive Order stated that MFN would not be continued unless China had made overall progress across several issues:

- taking steps to begin adhering to the Universal Declaration of Human Rights;
- releasing and providing an acceptable accounting for Chinese citizens imprisoned or detained for the non-violent expression of their political and religious beliefs, including such expression of beliefs in connection with the Democracy Wall and Tiananmen Square movements;
- ensuring humane treatment of prisoners, such as by allowing access to prisons by international humanitarian and human rights organisations;
- protecting Tibet’s distinctive religious and cultural heritage; and
- permitting international radio and television broadcasts into China.

This was certainly a confrontational approach. However, it also had two fundamental flaws. Firstly, the declaration was perceived by the Chinese as blatant interference in their sovereign affairs—an act of Western Imperialism reminiscent of China’s humiliation in the 18th century. By backing China into a corner, Clinton ensured that the Chinese leadership would not want to cooperate, lest they be seen as obeying orders from an interfering outsider. Secondly, despite his rhetoric, Clinton was unable to resist pressures from America’s business community to continue to give MFN status to China for economic reasons. The result was that China did not move to comply with Clinton’s demands and Clinton was unable to maintain his position in the
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face of domestic pressure. Almost a year later, on 26 May 1994, Clinton had to declare:

The Chinese did not achieve overall significant progress in all the areas outlined in the executive order relating to human rights ... Given the fact that there has been some progress but that not all the requirements of the executive order were met, how can we best advance the cause of human rights and the other profound interests the United States has in our relationship with China? ... I have decided that the United States should renew Most Favored Nation trading status toward China. This decision, I believe, offers us the best opportunity to lay the basis for long term sustainable progress in human rights, and for the advancement of our other interests with China ... I am moving, therefore, to delink human rights from the annual extension of Most Favored Nation trading status for China.17

This back down further undermined Clinton’s standing with the Chinese Government. Attempting to link MFN status with human rights progress in China made Clinton look interfering and imperialistic. Abandoning this linkage less than a year later made Clinton look vacillating and weak as well. An issue of disagreement had been allowed to impact—temporarily and unproductively—on the relationship without profit or resolution. Clinton’s announcement and its subsequent retraction was counterproductive for the relationship as a whole; it showed that Clinton’s commitment to human rights, a traditional American priority, was not inviolate, and that Clinton could be outfaced with stiff resistance. David Lampton paraphrases one US Congressman speaking to visiting Chinese dignitaries before the initial announcement:

I have some good news and some bad news for you. The bad news is that President Clinton has promised to take MFN away from China if human rights don’t improve. The good news is that he doesn’t keep his promises.18

Given the mutual interest of economic development, Clinton had sought to define and defend his administration’s China Policy as a ‘Strategic Partnership’. However, this perception was firmly rejected by the 2000 Republican Candidate, George W. Bush, who instead positioned ‘Strategic Competition’ as the watchword for US-China relations for his term in office. During the 2000 campaign, Bush took a swipe at what he saw as Clintonian inconsistencies: “One year, it is said to be run by ‘the Butchers of Beijing’. A few years later, the same administration pronounces it a ‘Strategic Partner’”19. Bush, who prided himself on being the “calcium in the bones”, thus scorned what he saw as a policy of inappropriate flexibility.20 The Bush team also criticised Clinton’s 1998 nine-day visit to China, designed to

18 Lampton, ‘America’s China Policy in the Age of the Finance Minister’.
strengthen the relationship, as equally inappropriate since the visit did not include side trips to America's Japanese and South Korean allies: “Never again should an American President go to Beijing for nine days and refuse to stop in Tokyo or Seoul.”

While Clinton had changed position several times on trade issues, whether regarding Chinese human rights or, as will be discussed, on China's World Trade Organization (WTO) entry, Bush did not compromise on his outlook; trade was a good thing for the relationship and the Bush team felt that economic integration would be good for human rights in China, as well as for bilateral ties and the American economy. Domestic criticism would not be allowed to hijack or damage what Bush thought best. Written in 2000, Condoleezza Rice’s ‘Promoting the National Interest’ declared that:

> Trade and economic interaction are, in fact, good—not only for America’s economic growth but for its political aims as well … although some argue that the way to support human rights is to refuse trade with China, this punishes precisely those who are most likely to change the system.

It should be noted that Bush did not abandon human rights issues, but took a different approach to the Clinton administration. Richard Armitage stated that a more private method was more conducive to relations:

> Approach the Chinese privately and say here’s what you’re doing, if you fix it in this period of time, it’ll stay here, otherwise the pressure is going to go up … they appreciate the fact that they got caught, we caught them, we handled it in a way which showed we wanted to have a tomorrow, we didn’t want to score a short-time political point … they appreciated it.

Bush recalled in his memoirs that, rather than terrorism, what kept Chinese President Hu Jintao “up at night” was “creating twenty-five million new jobs a year”. Bush’s priority was to foster an endogenous Chinese appreciation of economic development, and to share the benefits of appropriate trade between the two countries. Bush also worked to convince the Chinese that his position and statements could be relied upon. As such, he did not want to ‘own’ economic engagement between the two countries, but rather see it develop as an issue of mutual benefit—even at the risk of staunch domestic criticism. For example, in 2004, the premier American trade union group, the American Federation of Labor and Congress of Industrial Organizations (AFL-CIO), filed a trade complaint about Chinese labour conditions. The complaint was rejected by the Bush administration for the aforementioned
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22 Ibid., p. 55.
23 Armitage, interview with the author, 12 July 2012.
reasons. This proved to the Chinese leadership that Bush was genuine in his commitment to trade relations.

If China failed to fulfill its obligations, the Bush administration were in a position to respond by using official avenues of adjudication. In December 2001 China finally became an official WTO member, it promised to “abide by WTO rules and honour its commitments while enjoying its rights.” On 17 February 2003, Robert Zoellick, then a US Trade Representative, visited China to discuss its WTO ascension, economic reforms and bilateral and global trade issues. During his visit, Zoellick likened the WTO ascension as an economic tie comparable to the political tie created by the 1972 Shanghai Communiqué. With concerns about the sustainability of ‘Brand China’ in the face of copyright breaches and poor workmanship, Zoellick stressed China needed to continue to push economic reforms and ensure industrial and intellectual standards were maintained.

In March 2004, the United States filed the first case against China at the WTO, based on a 17 per cent Value Added Tax (VAT) on US-built semiconductors. The move triggered a sixty-day consultation period, and China responded to the case by expressing surprise and then agreeing to discuss the VAT. Maintaining a firm commitment to mutual trade standards and tariff agreements, Bush was able foster closer economic interaction and negotiation, without posturing or making unsustainable demands. Bush remained committed to shared agreements, and when China reneged (or was unable to enforce compliance) on such agreements, he used accepted norms of economic behaviour to foster Chinese recalibration, such as filing a complaint with the WTO rather than publically criticising the Chinese Communist Party (CCP) leadership in a way that could trigger resentment and truculence. These methods encouraged the CCP leadership to see Bush as a trustworthy, pragmatic figure.

Taiwan Strait Issue

The negative interpretation of Clinton’s agenda and personality following his human rights back down was a significant contributor to the 1996 Taiwan Strait crisis. A traditional flashpoint of relations, a cloak of ambiguity about America’s intentions had helped keep the Strait comparatively peaceful. As Joseph Nye explained,

if the U.S. were to say we will come to the defence of Taiwan, no matter what happens, then clearly Taipei would say “oh, we can do whatever we want”—and that would be destabilizing. On the other hand, if the U.S. said we will not defend Taiwan in the case of unprovoked attack, then Beijing
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would think “Oh, we can do whatever we want”—and that would be destabilizing. So that’s the tactical reason … for why the U.S. is careful not to give either side a carte blanche or a free ticket.28

However, Taiwan had also fostered strong relations with the American Congress, which largely supported the democratic traditions of the island. In 1994, Clinton had received a great deal of opprobrium from House Republicans for refusing to allow Taiwan President Lee Teng-hui to disembark from his plane during an over-night refuelling in Honolulu. A year later, Lee requested a visa to visit his alma mater, Cornell University. Although Clinton’s Secretary of State assured the Chinese that such a decision would be inconsistent with the administration’s stance on Taiwan, a visa was granted following domestic pressure from a nearly unanimous Congressional resolution to that effect.29 The speech that Lee gave at Cornell, entitled ‘Taiwan’s Democratisation Experience’ further outraged an aggrieved People’s Republic of China, which subsequently declared a number of missile tests would be held along the coast close to Taiwan.30 Seeking to influence the upcoming Taiwan elections, the Chinese display then escalated into live ammunition exercises and amphibious assault exercises stretching from November 1995 onward.31 Faced with an unheralded crisis, the US Government moved two aircraft carrier battle groups into the region, while the Chinese bellicosity actually ensured President Lee was re-elected during the crisis. Tensions gradually eased thereafter, and the US battle groups were able to move away from the region.

America’s response to this crisis had been largely preordained by the Taiwan Relations Act and the Three Joint Communiqués, but these understandings had traditionally afforded the US President a degree of diplomatic malleability and opacity on the issue.32 At the start of 1995 cross-strait relations had been no more dangerous than usual, and tensions seemed at a “four decade low” until Lee’s visa was granted.33 The ferocity of the Chinese action was exacerbated by a sense of Chinese betrayal; having

32 For further exploration of this issue, see Steven M. Goldstein and Randall Schriver, ‘An Uncertain Relationship: The United States, Taiwan and the Taiwan Relations Act’, The China Quarterly, no. 165 (2001).
being told that Lee would not receive a visa, the Washington policy turnaround further undermined Chinese trust in Clinton’s word, which in turn weakened the effectiveness of the ambiguity with which America had traditionally shrouded and protected the Taiwan question. Unlike the awkward Human Rights/MFN issue, the 1996 Taiwan Strait Incident was a full blown crisis, unleashed by the granting of a visa against Clinton’s assurances to Beijing, which allowed Lee’s comments to be made to a prestigious American forum. As will be discussed, Bush’s handling of Taiwan/China/America tensions was markedly different. Although more confrontational toward China than Clinton in many respects, Bush’s presidency did not experience any crisis similar to the 1996 events, even when China was again upset by the mutterings of independence by a Taiwan President in 2002-2003. Had Clinton kept his word on the visa issue, the Chinese Government would not have felt the need to risk hawkish action to reaffirm the ‘One China’ status quo.

Having seen such incidents unfold during Clinton’s presidency, Bush took a different approach to the Strait issue, seeking from his first moment to improve stability and understanding between Washington and both Beijing and Taipei. However, Bush’s public support of Taiwan changed during his first term—but the reasons for this lie with Chen, not Bush. After the 1996 crisis, Clinton had been wary of supporting further visits to America by President Lee, or his successor, Chen Shui-bian. Bush felt that this policy swung too far toward appeasement of Beijing. During a visit to America in 2000, Chen had been allowed on American soil, but was “effectively quarantined … in his hotel in Los Angeles, [the Clinton administration] not allowing him to hold a press conference or give a public speech.” In contrast, Chen’s 2001 visit under the Bush administration was far more open and interactive; New York City Mayor Rudolph Giuliani praised Taiwan in terms that contradicted the One China Policy, and in Texas Chen met with the vocal pro-Taiwan Republican Senate Leader Tom Delay. Although Bush reaffirmed his commitment to the One China Policy, and the Three Communiqués, the change in treatment of the Taiwan President was part of Bush’s policy to ease Taiwan’s diplomatic isolation—motivated by the established and growing democratic tradition on the island.
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Although Bush favoured stronger diplomatic and military ties with Taiwan, he did not support moves toward independence. Bush’s support of Taiwan was finite, and based on his own intentions for the trilateral relationship, not those of Taipei or Beijing. Although he supported Chen during the 2001 visit, agreed to the biggest arms sale to Taiwan since his father’s presidency, and, during a morning television interview, declared that America would do “whatever it takes” to defend Taiwan, Bush did not write a blank cheque in support of Chen. As Bonnie Glaser commented: “It was not clear in 2001 that Chen Shui-bian was going to be the problem that he became.”

This became clear when Chen began pro-independence agitation in May 2003 by calling for a national referendum on Taiwan membership of the WTO (membership required sovereign status). Private warnings to Chen by US officials fell on deaf ears, and continued manoeuvrings by Chen prompted an official statement by Bush in December 2003 that America did not support any unilateral decision by either China or Taiwan to change the status quo.

Bush’s criticism of Chen outraged many American conservatives, including Congressional Republicans and think-tanks. Neoconservative writers William Kristol and Robert Kagan circulated a memo that warned “appeasement of a dictatorship simply invites further attempts at intimidation”. However, to the Chinese Communist Party, Bush’s statement was a critical moment of his first term. It showed that Bush was not a blind supporter of Taiwan, and that he had a genuine commitment to regional stability (as they saw it) even in the face of American domestic opposition. The reining-in of Chen gave Bush a great deal of ‘face’ in Beijing. Robert Sutter argues that the Bush administration’s previous support for Taiwan had been wilfully misinterpreted by President Chen as support for de jure independence, and that the United States was also concerned that Chen’s efforts reflected a growing pro-independence sentiment in the Taiwan population—and this changing opinion motivated Bush to publicly rebuke pro-independence movements. However, since Bush recognised such outcomes would be unacceptable to the Chinese, and since Chen had ignored private conversations, Bush was forced to publicly castigate Chen for his manoeuvring. Although this did not mean that US-Taiwan relations were discarded in favour of closer US-China relations, it proved the largesse Taiwan received was carefully controlled. As Denis Van Vranken Hickey suggested:
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The U.S. has not sacrificed Taiwan to gain China’s friendship and support. However, all available evidence suggests the Bush administration will not endorse any major adjustments in security or political relations with Taiwan. In short, it appears that Taipei’s drive to upgrade relations with Washington has hit a ‘glass ceiling’.\(^{43}\)

The point is that these changes of policy regarding Taiwan were based on Bush’s consistency and Chen’s inconsistency, not the reverse.

Furthermore, in making his public statement opposing Taiwanese independence, Bush concurrently, and privately, informed Chinese Premier Wen Jiabao that America’s policy position remained unchanged, and that America would still ‘have to get involved’ if force were used against Taiwan—a position acknowledged by the Chinese leadership.\(^{44}\) Most importantly, Bush’s public statement about independence was not a case of a reactive American foreign policy stamping down on Taiwan’s President, but a coordinated, sustained management of the US/China/Taiwan situation, bound by the Taiwan Relations Act, that avoided a repeat of the 1996 crisis. Former Special Assistant to the President for National Security Affairs Mike Green argues that this incident helped strengthen Bush’s reputation in Chinese circles as a President who could be trusted: “The President could do anything after that, because the Chinese … foreign minister told me that they knew from that that he was supportive of Taiwan, but there were boundaries, and it’s clear that there were.”\(^{45}\)

**Leader-to-Leader Relations**

As China’s economic base strengthens and its power grows, the issue of ‘face’ is seen as increasingly important to the CCP leadership, and to the Chinese people. As the ‘Leader of the Free World’, the President of the United States can enjoy a great deal of cachet with the Chinese leadership. Equally, however, there is great risk that a Chinese leader can feel or act slighted, if they are not treated with the respect that they feel they, and China, are due.\(^{46}\) The visit of Premier Zhu Rongji to Washington in late 1999 provides an example of the latter. Although the visit did not result in general embarrassment for Clinton, or a military crisis, it was another occasion when relations between America and China were undermined. After thirteen years of negotiation for China’s entry into the WTO, Zhu had arrived in Washington assuming the last bilateral trade issues were squared away and an overall agreement could be signed. Zhu had made significant concessions to reach
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what he thought was, essentially, an agreed contract. However, Clinton and his advisors, looking at these concessions, and facing domestic challenges to the agreement, sought to introduce a new round of last-minute qualifications and guarantors—changes of which Zhu was not aware when flying to America. An American official closely involved in the negotiations admitted the situation reflected “bad communication”. Zhu returned to China almost empty-handed, embarrassing his own domestic audience. Zhu had put a considerable amount of political capital into pushing domestic reforms for Chinese WTO access, and Clinton’s decision was seen as both a rebuff of these efforts and as evidence of American unreliability. The subsequent publication of those concessions that Zhu had been willing to make further undermined his position, with Chinese students and internet commentators labelling the concessions a betrayal of Chinese interests reminiscent of the ‘Century of Unequal Treaties’ of the 1800s. It took several months, and several letters from Clinton to Zhu, before the Chinese leadership felt they could return to WTO negotiations.

It was a matter of both policy and inclination that Bush’s relationship with the Chinese leadership should be frank and productive, which, according to Green, was part of Bush’s executive outlook even before becoming President:

> it was a very deliberate, Governor’s approach—investing in relationships … He had that instinct … of a successful governor … he built relationships, he helped people out, sometimes when they didn’t even ask, he helped people out. It was a very Asian way of doing business … His personality was therefore very well suited to the region.

Green differentiates this from Clinton’s own famous charm, arguing that Bush sought to invest relationships over the long term. Rumsfeld argues that this aspect of Bush’s personality was a distinct asset for American foreign policy:

> When it came to personal diplomacy, George W. Bush was an active and productive, if publically underestimated, asset … In meeting after meeting, I saw the President put his foreign interlocutors at ease. This personal rapport paid dividends … His relationships translated into closer ties between our countries and tangible support for initiatives like the ninety-country Proliferation Security Initiative.

An example of this leader-to-leader relationship building is found in Bush’s response to the 2002/2003 Severe Acute Respiratory Syndrome (SARS)
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outbreak in China. The outbreak triggered a major crisis for the CCP. With 5,327 infections and 348 deaths, CCP priorities of “maintaining social stability” had actually undermined public health efforts. Rather than criticise the CCP for its handling of the disease, Bush publicly supported his Chinese counterpart by praising President Hu’s willingness to be open about this transnational threat.\textsuperscript{53} Green argues that this particular gesture, a public statement of support toward Hu, was an important moment for the new Chinese President and gave Bush a great deal of prestige in Hu’s eyes. Green argued:

When Hu Jintao became President in the midst of SARS, when he was being criticized around the world, the President called him and said: “You’re doing a good job … if there’s anything I can do to help [call].” And the Chinese came back and said “Man! That had an impact on Hu Jintao.” No other world leader did that, they all just said you’ve got to do something and they criticized him.\textsuperscript{54}

Green argues that this was a conscious decision by Bush, for “investment in relationships for the long run, so that you have them in a crisis, whether an ally or the Chinese Leader, you need to [be able to] pick up the phone next time there’s a crisis.”\textsuperscript{55}

\textbf{Crisis Management}

The importance of these direct relationships between American and Chinese leaders was highlighted in America’s accidental bombing of the Chinese Embassy in Belgrade on the night of 7 May 1999. The lowest point of Clinton’s relationship with China, five missiles hit the compound during the attack, killing three Chinese civilians. It was reported as a mistake in targeting by the CIA, but the bombings triggered virulent anti-American riots across China. Many Chinese officials shared the outrage of the rioters, while more pragmatic officials were limited in salvaging the benefits of the Sino-American relationship without losing face in the eyes of the Chinese public.\textsuperscript{56} Although the Chinese deemed the relationship with America essential for China’s future, their relationship with Clinton received further damage, and Premier Jiang Zemin did not answer the phone when Clinton called on the newly established Washington-Beijing hotline. Again, Clinton was left with no option but to scramble to re-establish ties, doggedly pursuing the concept of China-US ‘Strategic Cooperation’. Ultimately, the incident showed how little genuine political capital or trust Clinton had been able to develop with China after nearly eight years as President.

\textsuperscript{54} Green, 11 July 2012.
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Yet a crisis of similar proportion in the opening days of Bush’s presidency led to a different outcome. On 1 April 2001, an American EP-3 surveillance plane collided mid-air with a Chinese F-8 fighter off the Chinese coast—the Chinese pilot was killed and the American plane made an emergency landing on Hainan Island, where the crew were immediately detained. The collision triggered the first serious foreign policy challenge for the Bush administration—and could have become a serious diplomatic or military embarrassment or disaster. The main issue of the crisis was the Chinese demand for an apology for the loss of the pilot’s life, matched by America’s demand for the release of the US Servicemen without an apology. Once these demands had been publicly stated, the defusing of the crisis was only possible through a diplomatic compromise that would allow both sides to ‘save face’ without admitting fault. Efforts at communication by the State Department were confounded by a Chinese bureaucracy that was grudgingly slow to respond to American overtures. As with the Belgrade bombing, Premier Jiang Zemin was slow to respond to calls from the American President. Deputy Secretary of State Richard Armitage recounted: “After some initial flurries of not being able to find the Chinese—they didn’t want to answer the hot line, because they didn’t have their act together, over time we were able to resolve this.” It was later discovered that one of Jiang’s reasons for delaying his response was the misinformation he had received about the incident from the People’s Liberation Army (PLA).

Ultimately, the crisis was defused by a letter drafted by Powell and the State Department regretting the incident and the pilot’s death, but without taking responsibility for the collision. The incident indicated to Bush that proper management of bilateral relations required a top-level connection between leaders which could bypass not only bilateral tensions between countries, but also circumnavigate tensions within the Chinese Government hierarchy, which might have bureaucratic reasons for obfuscating the facts when crisis struck. Green argues

the lesson was the President of the United States has got to have a very strong relationship with the President of China, because all the other channels are unreliable, and the PLA is beyond the control of the Foreign Ministry, and even beyond the control of the CCP, in an operational sense
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... so the lesson was ... the President’s ability to talk to and trust in the Chinese leader matters.63

The need to foster personal ties between Bush and the Chinese leadership reinforced Bush’s pre-existing commitment to leader-to-leader ties of trust and understanding—and would contribute to the success of US-China relations as a whole, as Bush’s response to the SARS outbreak would later show. The Hainan Island Incident was the first major test of Bush’s China policy and his nuanced response—firm, yet open to dialogue—successfully resolved a crisis.

Conclusion

By mid-1999, near the end of Clinton’s Presidency, relations with China were still so difficult that Bates Gill could ask “what happened to the ‘constructive strategic partnership’ professed by the two sides just a year ago?”64 In 2000, Ralph Cossa labelled any Clinton-era claim of cooperation and unity between the two countries as “more style than substance”.65 Yet by late 2003, management of the US-China relationship was being praised inside and outside the administration. During a speech at George Washington University, Powell declared US-China relations “the best they have been since President Nixon’s first visit”. Powell repeated this statement in a 2004 Foreign Affairs article, in which he also underlined that the United States welcomed “the emergence of a strong, peaceful and prosperous China”.66 Armitage declared the administration was “absolutely delighted with the state of our relations with the People’s Republic of China and the direction we’re going”, and that the Chinese leadership shared his sentiments.67 In addition to Chinese cooperation regarding the Six Party Talks, the United States also felt it was seeing genuine, endogenous Chinese progress or concession across the entirety of American interests in the relationship. Robert Sutter argued that Bush’s China policy had been vindicated by the outcome of the Hainan Island Incident, and that Bush had secured ongoing Chinese accommodation:

since mid-2001 … [the Chinese Leadership], have carried out what appears to be their most important adjustment in Chinese foreign policy toward the United States and US interests in world affairs since the end of the Cold War, strongly emphasizing the positive while eschewing pressure, confrontation and conflict … moderation is all the more striking because US policy in these sensitive areas during the Bush administration has moved
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forward without concessions to Chinese concerns ... major credit has to go to an effective Bush administration policy toward China.\textsuperscript{68}

\textbf{Policy Recommendations}

These various case studies help to identify key recommendations for foreign policy toward China for American and Australian strategic leaders. A priority must be placed on fostering leader-to-leader relationships of trust and candour, which allow calibration and finessing of other areas of engagement. From an American standpoint, announcing ultimatums for the relationship is counter-productive and disingenuous – if they are inconsistent, irresolute or contingent on domestic circumstance. Forcing China to change a policy only works if it maintains Chinese ‘face’, if dialogue is maintained, and if American commitment to that policy is unwavering. Negotiation with China on regional issues can be volatile, and must take into account political considerations within China. Finally, relationships in crises are dependent upon the relationship as a whole; a good relationship allows opportunity for crises to be quickly overcome, a bad relationship lets them fester and contaminate bilateral relations beyond the specific issue or moment in time.

President Obama has experienced a number of challenges in the bilateral relationship. Shared tensions over North Korea have been carefully defused, and Obama has called Chinese bluffs where necessary, such as deciding to include an aircraft carrier in joint exercises in the Yellow Sea (despite Chinese protests) after the sinking of the ROKS Cheonan and, most recently, flying two B-52 Bombers through East China Sea airspace days after China claimed the area as an “air defence identification zone”.\textsuperscript{69} All of this has taken place against the backdrop of America’s recent ‘pivot to Asia’. The implications of the ‘pivot’ to Asia have been widely discussed and disseminated, and for the purposes of this article, it is clear that the subsequent attempt to rebrand this as a ‘realignment’ was, in part, motivated by a desire to appear less confrontational and challenging to China—to save face, rather than to antagonise. The two-day summit between Obama and the new Chinese President Xi Jinping in January 2013 was welcomed by China as a substantial, workman-like meeting of equally powerful and professional governments and leaders. For future American leaders, the need to establish person-to-person ties of trust and reliability should remain the highest priority, even in the face of persistent domestic policy concerns or rising tensions between both countries.


Compared to the United States, Australia’s China engagement is far smaller in both scale and complexity, but certain issues remain comparable and leader-to-leader ties remain essential. Comments on Asian immigration, stated while in opposition, came back to haunt Prime Minister John Howard, and Howard’s initial China engagement foundered on Chinese antipathy. A ‘reboot’ of the relationship took place during the 1996 APEC meeting in Manilla, when Howard and Jiang Zemin met face to face, which Howard claims “laid the groundwork for the productive links developed between [Australia and China] ... over the ensuing five years.”

By focusing on mutual interests, particularly on economic issues, Howard was able to build a largely constructive relationship with China. Howard recognised that attempting to influence China required finesse:

I think this idea of saying to the Chinese “we won’t deal with you unless you lift your human rights game or we’re going to do this or that” ... it won’t work because you’re never really in a position to deliver on the threats. That’s the problem with making threats like that ... you actually have to deliver on them. And unless you’re in a strong position to do that, that’s quite hard.

The ‘China Choice’ issue facing Australia—whether Australia should embrace closer ties with China, at the expense of traditional ties to America—does not necessarily need to be made. Howard was able to balance both relationships throughout his term, and the October 2003 addresses to both Houses of Parliament by Bush on one day, and then by Hu the next, was the epitome of Australia’s trilateral relationship management which, as with America’s stance on Taiwan, is aided by ambiguity and a lack of resolution. As the current Australian Prime Minister, Tony Abbott, feels his way into the Australia/China relationship, a direct, Prime Ministerial relationship with Chinese leaders will be essential for promotion of Australian interests, in trade, diplomacy and crisis management, in addition to the ‘day to day’ management of the relationship by the Australian Foreign Minister and the Department of Foreign Affairs and Trade.

Although interests may remain divergent, the perception of how these interests and divergences can be managed by elites in America, China and even Australia will have a great impact on relations between the world’s two largest economies. By establishing a relationship of trust, Bush was able to defuse Chinese fears about keeping or losing ‘face’, and allow China’s leaders to rely upon his word as they coordinated the legion of challenges facing ‘China’s Rise’. This strengthened both the US-China relationship and broader regional stability. Twenty-first century policy makers should take note of the elite level engagement underpinning this successful management of US-China relations.
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